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Reliability Standard Audit Worksheet[footnoteRef:1] [1:  NERC developed this Reliability Standard Audit Worksheet (RSAW) language in order to facilitate NERC’s and the Regional Entities’ assessment of a registered entity’s compliance with this Reliability Standard.  The NERC RSAW language is written to specific versions of each NERC Reliability Standard.  Entities using this RSAW should choose the version of the RSAW applicable to the Reliability Standard being assessed.  While the information included in this RSAW provides some of the methodology that NERC has elected to use to assess compliance with the requirements of the Reliability Standard, this document should not be treated as a substitute for the Reliability Standard or viewed as additional Reliability Standard requirements.  In all cases, the Regional Entity should rely on the language contained in the Reliability Standard itself, and not on the language contained in this RSAW, to determine compliance with the Reliability Standard.  NERC’s Reliability Standards can be found on NERC’s website.   Additionally, NERC Reliability Standards are updated frequently, and this RSAW may not necessarily be updated with the same frequency.  Therefore, it is imperative that entities treat this RSAW as a reference document only, and not as a substitute or replacement for the Reliability Standard.  It is the responsibility of the registered entity to verify its compliance with the latest version of the Reliability Standards, approved by the applicable governmental authority, relevant to its registration status.

The NERC RSAW language contained within this document provides a non‑exclusive list, for informational purposes only, of examples of the types of evidence a registered entity may produce or may be asked to produce to demonstrate compliance with the Reliability Standard.  A registered entity’s adherence to the examples contained within this RSAW does not necessarily constitute compliance with the applicable Reliability Standard. NERC and the Regional Entity using this RSAW reserve the right to request additional evidence from the registered entity that is not included in this RSAW.  Additionally, this RSAW includes excerpts from FERC Orders and other regulatory references.  The FERC Order cites are provided for ease of reference only, and this document does not necessarily include all applicable Order provisions.  In the event of a discrepancy between FERC Orders and the language included in this document, FERC Orders shall prevail.
] 



TPL-007-4 – Transmission System Planned Performance for Geomagnetic Disturbance Events 

This section to be completed by the Compliance Enforcement Authority.    

	Audit ID:
	Audit ID if available; or REG-NCRnnnnn-YYYYMMDD

	Registered Entity: 
	Registered name of entity being audited

	NCR Number:  
	NCRnnnnn

					Compliance Enforcement Authority:
	Region or NERC performing audit

	Compliance Assessment Date(s)[footnoteRef:2]: [2:  Compliance Assessment Date(s): The date(s) the actual compliance assessment (on-site audit, off-site spot check, etc.) occurs.] 

	Month DD, YYYY, to Month DD, YYYY

	Compliance Monitoring Method: 
	[On-site Audit | Off-site Audit | Spot Check]

	Names of Auditors:	
	Supplied by CEA
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	X[footnoteRef:3] [3:  Planning Coordinator with a planning area that includes a Facility or Facilities specified in 4.2.] 
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Legend:
	Text with blue background:
	Fixed text – do not edit

	Text entry area with Green background:
	Entity-supplied information

	Text entry area with white background:
	Auditor-supplied information



Facilities
Facilities that include power transformer(s) with a high side, wye-grounded winding with terminal voltage greater than 200 kV. 



Findings
(This section to be completed by the Compliance Enforcement Authority)
	Req.
	Finding
	Summary and Documentation
	Functions Monitored
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	Areas of Concern
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	Recommendations

	
	

	
	

	
	



	Req.
	Positive Observations

	
	

	
	

	
	




Subject Matter Experts
Identify the Subject Matter Expert(s) responsible for this Reliability Standard. 

Registered Entity Response (Required; Insert additional rows if needed): 
	SME Name
	Title
	Organization
	Requirement(s)
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R1 Supporting Evidence and Documentation
Each Planning Coordinator, in conjunction with its Transmission Planner(s), shall identify the individual and joint responsibilities of the Planning Coordinator and Transmission Planner(s) in the Planning Coordinator’s planning area for maintaining models, performing the study or studies needed to complete benchmark and supplemental GMD Vulnerability Assessments, and implementing process(es) to obtain GMD measurement data as specified in this standard. 
Each Planning Coordinator, in conjunction with its Transmission Planners, shall provide documentation on roles and responsibilities, such as meeting minutes, agreements, copies of procedures or protocols in effect between entities or between departments of a vertically integrated system, or email correspondence that identifies an agreement has been reached on individual and joint responsibilities for maintaining models, performing the study or studies needed to complete benchmark and supplemental GMD Vulnerability Assessments, and implementing process(es) to obtain GMD measurement data in accordance with Requirement R1.

Registered Entity Response (Required): 
Compliance Narrative:
Provide a brief explanation, in your own words, of how you comply with this Requirement. References to supplied evidence, including links to the appropriate page, are recommended.



Evidence Requested[endnoteRef:1]: [1:  Items in the Evidence Requested section are suggested evidence that may, but will not necessarily, demonstrate compliance. These items are not mandatory and other forms and types of evidence may be submitted at the entity’s discretion.] 

	Provide the following evidence, or other evidence to demonstrate compliance. 

	Documentation that identifies the roles and responsibilities of entities in the planning area for maintaining models and performing the studies needed to complete benchmark and supplemental GMD Vulnerability Assessments, and implementing process(es) to obtain GMD measurement data.



Registered Entity Evidence (Required):
	The following information is requested for each document submitted as evidence. Also, evidence submitted should be highlighted and bookmarked, as appropriate, to identify the exact location where evidence of compliance may be found.

	File Name
	Document Title
	Revision or Version
	Document Date
	Relevant Page(s) or Section(s)
	Description of Applicability of Document

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Audit Team Evidence Reviewed (This section to be completed by the Compliance Enforcement Authority):
	

	

	



Compliance Assessment Approach Specific to TPL-007-4, R1
This section to be completed by the Compliance Enforcement Authority
	
	Confirm existence of documentation identifying the individual and joint responsibilities for the responsible entities, defined in Requirement R1, for maintaining models, performing studies needed to complete benchmark and supplemental GMD Vulnerability Assessments, and implementing process(es) to obtain GMD measurement data.

	Note to Auditor: 



Auditor Notes: 






R2 Supporting Evidence and Documentation

Each responsible entity, as determined in Requirement R1, shall maintain System models and GIC System models of the responsible entity’s planning area for performing the study or studies needed to complete benchmark and supplemental GMD Vulnerability Assessments.  
Each responsible entity, as determined in Requirement R1, shall have evidence in either electronic or hard copy format that it is maintaining System models and GIC System models of the responsible entity’s planning area for performing the study or studies needed to complete benchmark and supplemental GMD Vulnerability Assessments.

Registered Entity Response (Required): 
Compliance Narrative:
Provide a brief explanation, in your own words, of how you comply with this Requirement. References to supplied evidence, including links to the appropriate page, are recommended.



Evidence Requestedi:
	Provide the following evidence, or other evidence to demonstrate compliance. 

	Evidence to demonstrate maintenance of System models and GIC System models for the responsible entity’s planning area. 

	Documentation that identifies the roles and responsibilities of entities in the planning area for maintaining models and performing the studies needed to complete benchmark and supplemental GMD Vulnerability Assessments.



Registered Entity Evidence (Required):
	The following information is requested for each document submitted as evidence. Also, evidence submitted should be highlighted and bookmarked, as appropriate, to identify the exact location where evidence of compliance may be found.

	File Name
	Document Title
	Revision or Version
	Document Date
	Relevant Page(s) or Section(s)
	Description of Applicability of Document

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Audit Team Evidence Reviewed (This section to be completed by the Compliance Enforcement Authority):
	

	

	



Compliance Assessment Approach Specific to TPL-007-4, R2
This section to be completed by the Compliance Enforcement Authority
	
	Verify the responsible entity maintained System models and GIC System models for performing studies for benchmark and supplemental GMD Vulnerability Assessments. 


	Note to Auditor: 
Benchmark and supplemental GMD Vulnerability Assessments require a GIC System model, which is a direct current representation of the System, to calculate GIC flow. In benchmark and supplemental GMD Vulnerability Assessments, GIC simulations are used to determine transformer Reactive Power absorption and transformer thermal response. See the Application Guide for Computing Geomagnetically-Induced Current in the Bulk Power System for details on developing the GIC System model.




Auditor Notes: 






R3 Supporting Evidence and Documentation

Each responsible entity, as determined in Requirement R1, shall have criteria for acceptable System steady state voltage performance for its System during the GMD events described in Attachment 1.  
Each responsible entity, as determined in Requirement R1, shall have evidence, such as electronic or hard copies of the criteria for acceptable System steady state voltage performance for its System in accordance with Requirement R3.

Registered Entity Response (Required): 
Compliance Narrative:
Provide a brief explanation, in your own words, of how you comply with this Requirement. References to supplied evidence, including links to the appropriate page, are recommended.



Evidence Requestedi:
	Provide the following evidence, or other evidence to demonstrate compliance. 

	Criteria for acceptable System steady state voltage performance for the entity’s System during the GMD events described in Attachment 1. 

	Documentation that identifies the roles and responsibilities of entities in the planning area for maintaining models and performing the studies needed to complete GMD Vulnerability Assessments.



Registered Entity Evidence (Required):
	The following information is requested for each document submitted as evidence. Also, evidence submitted should be highlighted and bookmarked, as appropriate, to identify the exact location where evidence of compliance may be found.

	File Name
	Document Title
	Revision or Version
	Document Date
	Relevant Page(s) or Section(s)
	Description of Applicability of Document

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Audit Team Evidence Reviewed (This section to be completed by the Compliance Enforcement Authority):
	

	

	



Compliance Assessment Approach Specific to TPL-007-4, R3
This section to be completed by the Compliance Enforcement Authority
	
	Verify the responsible entity has criteria for acceptable System steady state voltage performance for its System during the GMD events described in TPL-007 Attachment 1.

	Note to Auditor: 



Auditor Notes: 






R4 Supporting Evidence and Documentation

Each responsible entity, as determined in Requirement R1, shall complete a benchmark GMD Vulnerability Assessment of the Near-Term Transmission Planning Horizon at least once every 60 calendar months. This benchmark GMD Vulnerability Assessment shall use a study or studies based on models identified in Requirement R2, document assumptions, and document summarized results of the steady state analysis.
1.1. The study or studies shall include the following conditions:
1.1.1. System On-Peak Load for at least one year within the Near-Term Transmission Planning Horizon;  and
1.1.2. System Off-Peak Load for at least one year within the Near-Term Transmission Planning Horizon.
1.2. The study or studies shall be conducted based on the benchmark GMD event described in Attachment 1 to determine whether the System meets the performance requirements for the steady state planning benchmark GMD event contained in Table 1.
1.3. The benchmark GMD Vulnerability Assessment shall be provided: (i) to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinators, and adjacent Transmission Planners within 90 calendar days of completion, and (ii) to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of completion of the benchmark GMD Vulnerability Assessment, whichever is later.
1.3.1. If a recipient of the benchmark GMD Vulnerability Assessment provides documented comments on the results, the responsible entity shall provide a documented response to that recipient within 90 calendar days of receipt of those comments.
Each responsible entity, as determined in Requirement R1, shall have dated evidence such as electronic or hard copies of its benchmark GMD Vulnerability Assessment meeting all of the requirements in Requirement R4. Each responsible entity, as determined in Requirement R1, shall also provide evidence, such as email records, web postings with an electronic notice of posting, or postal receipts showing recipient and date, that it has distributed its benchmark GMD Vulnerability Assessment: (i) to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinators, and adjacent Transmission Planners within 90 calendar days of completion, and (ii) to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of completion of the benchmark GMD Vulnerability Assessment, whichever is later, as specified in Requirement R4. Each responsible entity, as determined in Requirement R1, shall also provide evidence, such as email notices or postal receipts showing recipient and date, that it has provided a documented response to comments received on its benchmark GMD Vulnerability Assessment within 90 calendar days of receipt of those comments in accordance with Requirement R4.


Registered Entity Response (Required): 
Compliance Narrative:
Provide a brief explanation, in your own words, of how you comply with this Requirement. References to supplied evidence, including links to the appropriate page, are recommended.



Evidence Requestedi:
	Provide the following evidence, or other evidence to demonstrate compliance. 

	Dated copies of the current and preceding benchmark GMD Vulnerability Assessments of Near-Term Transmission Planning Horizon. 

	Evidence the study or studies include System On-Peak Load and System Off-Peak Load conditions for at least one year within the Near-Term Transmission Planning Horizon.

	Evidence the study or studies were conducted based on the benchmark GMD event described in Attachment 1 for the steady state planning benchmark GMD event to determine whether the System meets the performance requirements for the steady state planning benchmark GMD event contained in Table 1.

	Dated evidence that the responsible entity provided the benchmark GMD Vulnerability Assessment within 90 calendar days of completion to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinators, adjacent Transmission Planners.

	Dated evidence that the responsible entity provided the benchmark GMD Vulnerability Assessment to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of completion of the benchmark GMD Vulnerability Assessment, whichever is later.

	If a recipient of the benchmark GMD Vulnerability Assessment provided documented comments on the results, dated evidence the responsible entity provided a documented response to that recipient within 90 calendar days of receipt of those comments.

	Documentation that identifies the roles and responsibilities of entities in the planning area for maintaining models and performing the studies needed to complete GMD Vulnerability Assessments.



Registered Entity Evidence (Required):
	The following information is requested for each document submitted as evidence. Also, evidence submitted should be highlighted and bookmarked, as appropriate, to identify the exact location where evidence of compliance may be found.

	File Name
	Document Title
	Revision or Version
	Document Date
	Relevant Page(s) or Section(s)
	Description of Applicability of Document

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Audit Team Evidence Reviewed (This section to be completed by the Compliance Enforcement Authority):
	

	

	



Compliance Assessment Approach Specific to TPL-007-4, R4
This section to be completed by the Compliance Enforcement Authority
	
	(R4) Verify the responsible entity completed the benchmark GMD Vulnerability Assessment of the Near-Term Transmission Planning Horizon at least once every 60-calendar months. 

	
	(R4) Verify the use of studies to complete the benchmark GMD Vulnerability Assessment based on models evidenced in R2. 

	
	(R4) Verify the benchmark GMD Vulnerability Assessment documented assumptions and summarized results of the steady state analysis.

	
	(Part 4.1) Verify the study or studies include System On-Peak Load and System Off-Peak Load conditions for at least one year within the Near-Term Transmission Planning Horizon.

	
	(Part 4.2) Verify the study or studies were conducted based on the benchmark GMD event described in Attachment 1 to determine whether the System meets the performance requirements for the steady state planning benchmark GMD event contained in Table 1.

	
	(Part 4.3) Verify the benchmark GMD Vulnerability Assessment was provided within 90 calendar days of completion to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinators, adjacent Transmission Planners, and to any functional entity that submits a written request and has a reliability-related need.

	
	(Part 4.3) Verify the benchmark GMD Vulnerability Assessment was provided to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of completion of the benchmark GMD Vulnerability Assessment, whichever is later.

	
	(Part 4.3.1) If a recipient of the benchmark GMD Vulnerability Assessment provided documented comments on the results, verify the responsible entity provided a documented response to that recipient within 90 calendar days of receipt of those comments.

	Note to Auditor: Auditor should consider reviewing Requirement R4 in conjunction with Requirement R7, because the development and review of Corrective Action Plans are corollaries to the benchmark GMD Vulnerability Assessment.




Auditor Notes: 






[bookmark: _Toc330463564]R5 Supporting Evidence and Documentation

	Each responsible entity, as determined in Requirement R1, shall provide GIC flow information to be used for the benchmark thermal impact assessment of transformers specified in Requirement R6 to each Transmission Owner and Generator Owner that owns an applicable Bulk Electric System (BES) power transformer in the planning area. The GIC flow information shall include:
1.4. The maximum effective GIC value for the worst case geoelectric field orientation for the benchmark GMD event described in Attachment 1. This value shall be provided to the Transmission Owner or Generator Owner that owns each applicable BES power transformer in the planning area. 
1.5. The effective GIC time series, GIC(t), calculated using the benchmark GMD event described in Attachment 1 in response to a written request from the Transmission Owner or Generator Owner that owns an applicable BES power transformer in the planning area. GIC(t) shall be provided within 90 calendar days of receipt of the written request and after determination of the maximum effective GIC value in Part 5.1.

	Each responsible entity, as determined in Requirement R1, shall provide evidence, such as email records, web postings with an electronic notice of posting, or postal receipts showing recipient and date, that it has provided the maximum effective GIC values to the Transmission Owner and Generator Owner that owns each applicable BES power transformer in the planning area as specified in Requirement R5, Part 5.1. Each responsible entity, as determined in Requirement R1, shall also provide evidence, such as email records, web postings with an electronic notice of posting, or postal receipts showing recipient and date, that it has provided GIC(t) in response to a written request from the Transmission Owner or Generator Owner that owns an applicable BES power transformer in the planning area.

Registered Entity Response (Required): 
Question: During the audit period, did the entity receive a written request for effective GIC time series, GIC(t), from the Transmission Owner or Generator Owner that owns an applicable BES power transformer in the planning area?
 ☐ Yes   ☐ No
If Yes, provide a list of such requests.
 [Note: A separate spreadsheet or other document may be used. If so, provide the document reference below.]



Registered Entity Response (Required): 
Compliance Narrative:
Provide a brief explanation, in your own words, of how you comply with this Requirement. References to supplied evidence, including links to the appropriate page, are recommended.



Evidence Requestedi:
	Provide the following evidence, or other evidence to demonstrate compliance. 

	A list of each Transmission Owner and Generator Owner in the planning area that owns an applicable BES power transformer.

	Evidence demonstrating the responsible entity provided the maximum effective GIC value for the worst case geoelectric field orientation for the benchmark GMD event described in Attachment 1 to each Transmission Owner and Generator Owner in the planning area that owns an applicable BES power transformer in the planning area. 

	Evidence demonstrating the responsible entity, within 90 calendar days of receipt of the written request and after determination of the maximum effective GIC value in Part 5.1, provided the effective GIC time series, GIC(t), calculated using the benchmark GMD event described in Attachment 1 in response to a written request from the Transmission Owner or Generator Owner that owns an applicable BES power transformer in the planning area.

	Documentation that identifies the roles and responsibilities of entities in the planning area for maintaining models and performing the studies needed to complete GMD Vulnerability Assessments.



Registered Entity Evidence (Required):
	The following information is requested for each document submitted as evidence. Also, evidence submitted should be highlighted and bookmarked, as appropriate, to identify the exact location where evidence of compliance may be found.

	File Name
	Document Title
	Revision or Version
	Document Date
	Relevant Page(s) or Section(s)
	Description of Applicability of Document

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Audit Team Evidence Reviewed (This section to be completed by the Compliance Enforcement Authority):
	

	

	



Compliance Assessment Approach Specific to TPL-007-4, R5
This section to be completed by the Compliance Enforcement Authority
	
	(R5) Verify the responsible entity provided GIC flow information to each Transmission Owner and Generator Owner that owns an applicable BES power transformer in the planning area.  

	
	(Part 5.1) Verify the GIC flow information provided by the responsible entity included the maximum effective GIC value for the worst case geoelectric field orientation for the benchmark GMD event described in Attachment 1. 

	
	(Part 5.2) For all, or a sample of, written requests from applicable Transmission Owner or Generation Owners, verify the responsible entity provided the effective GIC time series, GIC(t), within 90 calendar days of receipt of the written request and after determination of the maximum effective GIC value in Part 5.1.

	Note to Auditor: 




Auditor Notes: 





R6 Supporting Evidence and Documentation

Each Transmission Owner and Generator Owner shall conduct a benchmark thermal impact assessment for its solely and jointly owned applicable BES power transformers where the maximum effective GIC value provided in Requirement R5, Part 5.1, is 75 A per phase or greater. The benchmark thermal impact assessment shall: 
1.6. Be based on the effective GIC flow information provided in Requirement R5; 
1.7. Document assumptions used in the analysis;  
1.8. Describe suggested actions and supporting analysis to mitigate the impact of GICs, if any;  and
1.9. Be performed and provided to the responsible entities, as determined in Requirement R1, within 24 calendar months of receiving GIC flow information specified in Requirement R5, Part 5.1.

	Each Transmission Owner and Generator Owner shall have evidence such as electronic or hard copies of its benchmark thermal impact assessment for all of its solely and jointly owned applicable BES power transformers where the maximum effective GIC value provided in Requirement R5, Part 5.1, is 75 A per phase or greater, and shall have evidence such as email records, web postings with an electronic notice of posting, or postal receipts showing recipient and date, that it has provided its thermal impact assessment to the responsible entities as specified in Requirement R6.

Registered Entity Response (Required): 
Compliance Narrative:
Provide a brief explanation, in your own words, of how you comply with this Requirement. References to supplied evidence, including links to the appropriate page, are recommended.



Evidence Requestedi:
	Provide the following evidence, or other evidence to demonstrate compliance. 

	The GIC flow information provided by the Planning Coordinator or Transmission Planner in accordance with Requirement R5.

	Dated evidence demonstrating the completion of the benchmark thermal impact assessment for each of the entity’s solely and jointly owned applicable BES power transformers where the maximum effective GIC value provided in Requirement R5 Part 5.1 is 75 A per phase or greater.



Registered Entity Evidence (Required):
	The following information is requested for each document submitted as evidence. Also, evidence submitted should be highlighted and bookmarked, as appropriate, to identify the exact location where evidence of compliance may be found.

	File Name
	Document Title
	Revision or Version
	Document Date
	Relevant Page(s) or Section(s)
	Description of Applicability of Document

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Audit Team Evidence Reviewed (This section to be completed by the Compliance Enforcement Authority):
	

	

	



Compliance Assessment Approach Specific to TPL-007-4, R6
This section to be completed by the Compliance Enforcement Authority
	
	(R6) Verify the entity conducted a benchmark thermal impact assessment for each applicable BES power transformer where the maximum effective GIC value provided in Requirement R5, Part 5.1, is 75 A per phase or greater. 

	
	Review thermal impact assessments for applicable BES power transformers and confirm the thermal impact assessment meets the requirements identified in Requirement R6 Part 6.1 through Part 6.4.

	
	(Part 6.1) Be based on the effective GIC flow information provided in Requirement R5.

	
	(Part 6.2) Document assumptions used in the analysis.

	
	(Part 6.3) Describe suggested actions and supporting analysis to mitigate the impact of GICs, if any.

	
	(Part 6.4) Be performed and provided to the responsible entities as determined in Requirement R1 within 24 calendar months of receiving GIC flow information specified in Requirement R5, Part 5.1.

	Note to Auditor: 




Auditor Notes: 






R7 Supporting Evidence and Documentation
	Each responsible entity, as determined in Requirement R1, that concludes through the benchmark GMD Vulnerability Assessment conducted in Requirement R4 that their System does not meet the performance requirements for the steady state planning benchmark GMD event contained in Table 1, shall develop a Corrective Action Plan (CAP) addressing how the performance requirements will be met. The CAP shall: 
1.10. List System deficiencies and the associated actions needed to achieve required System performance. Examples of such actions include:
· Installation, modification, retirement, or removal of Transmission and generation Facilities and any associated equipment.
· Installation, modification, or removal of Protection Systems or Remedial Action Schemes.
· Use of Operating Procedures, specifying how long they will be needed as part of the CAP.
· Use of Demand-Side Management, new technologies, or other initiatives.
1.11. Be developed within one year of completion of the benchmark GMD Vulnerability Assessment.
1.12. 	Include a timetable, subject to approval for any extension sought under Part 7.4, for implementing the selected actions from Part 7.1. The timetable shall:
1.12.1. 	Specify implementation of non-hardware mitigation, if any, within two years of development of the CAP; and
1.12.2. Specify implementation of hardware mitigation, if any, within four years of development of the CAP.
1.13. Be submitted to the Compliance Enforcement Authority (CEA) with a request for extension of time if the responsible entity is unable to implement the CAP within the timetable provided in Part 7.3. The submitted CAP shall document the following:
1.13.1. 	Circumstances causing the delay for fully or partially implementing the selected actions in Part 7.1 and how those circumstances are beyond the control of the responsible entity;
1.13.2. Revisions to the selected actions in Part 7.1, if any, including utilization of Operating Procedures, if applicable; and
1.13.3. Updated timetable for implementing the selected actions in Part 7.1.
1.14. Be provided: (i) to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinator(s), adjacent Transmission Planner(s), and functional entities referenced in the CAP within 90 calendar days of development or revision, and (ii) to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of development or revision, whichever is later.
1.14.1. 	If a recipient of the CAP provides documented comments on the CAP, the responsible entity shall provide a documented response to that recipient within 90 calendar days of receipt of those comments.
Each responsible entity, as determined in Requirement R1, that concludes, through the benchmark GMD Vulnerability Assessment conducted in Requirement R4, that the responsible entity’s System does not meet the performance requirements for the steady state planning benchmark GMD event contained in Table 1 shall have evidence such as dated electronic or hard copies of its CAP including timetable for implementing selected actions, as specified in Requirement R7. Each responsible entity, as determined in Requirement R1, shall also provide evidence, such as email records or postal receipts showing recipient and date, that it submitted a request for extension to the ERO if the responsible entity is unable to implement the CAP within the timetable provided in Part 7.3. Each responsible entity, as determined in Requirement R1, shall also provide evidence, such as email records, web postings with an electronic notice of posting, or postal receipts showing recipient and date, that it has distributed its CAP or relevant information, if any, (i) to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinator(s), adjacent Transmission Planner(s), and functional entities referenced in the CAP within 90 calendar days of development or revision, and (ii) to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of development or revision, whichever is later as specified in Requirement R7. Each responsible entity, as determined in Requirement R1, shall also provide evidence, such as email notices or postal receipts showing recipient and date, that it has provided a documented response to comments received on its CAP within 90 calendar days of receipt of those comments, in accordance with Requirement R7.
 
Registered Entity Response (Required): 
Question: Did the responsible entity conclude through the GMD Vulnerability Assessment conducted in Requirement R4 that their System does not meet the performance requirements of Table		 1? ☐ Yes   ☐ No

 If Yes, provide a dated list of CAPs developed to address how the performance requirements will be met.  

[Note: A separate spreadsheet or other document may be used. If so, provide the document reference below.]



Registered Entity Response (Required): 
Compliance Narrative:
Provide a brief explanation, in your own words, of how you comply with this Requirement. References to supplied evidence, including links to the appropriate page, are recommended.



Evidence Requestedi:
	Provide the following evidence, or other evidence to demonstrate compliance. 

	Documentation that identifies the roles and responsibilities of entities in the planning area for maintaining models and performing the studies needed to complete GMD Vulnerability Assessments.

	Copy of the benchmark GMD Vulnerability Assessment conducted in Requirement R4

	A list of System deficiencies identified through the GMD Vulnerability Assessment.

	All dated CAPs associated with the System deficiencies, which identify the associated actions needed to achieve required System performance.

	Evidence the CAP was submitted to the CEA with a request for extension of time if the responsible entity is unable to implement the CAP within the timetable provided in Part 7.3.

	Dated evidence that the CAP was provided, within 90 calendar days of development or revision, to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinator(s), adjacent Transmission Planner(s), and functional entities referenced in the CAP.

	Dated evidence that the CAP was provided to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of development or revision, whichever is later.

	If a recipient of the CAP provided documented comments on the CAP, evidence the responsible entity provided a documented response to that recipient within 90 calendar days of receipt of those comments.



Registered Entity Evidence (Required):
	The following information is requested for each document submitted as evidence. Also, evidence submitted should be highlighted and bookmarked, as appropriate, to identify the exact location where evidence of compliance may be found.

	File Name
	Document Title
	Revision or Version
	Document Date
	Relevant Page(s) or Section(s)
	Description of Applicability of Document

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Audit Team Evidence Reviewed (This section to be completed by the Compliance Enforcement Authority):
	

	

	



Compliance Assessment Approach Specific to TPL-007-4, R7
This section to be completed by the Compliance Enforcement Authority
	
	(R7) Verify the entity developed a CAP addressing how the performance requirements will be met for the steady state planning benchmark GMD event, if the entity concluded through the benchmark GMD Vulnerability Assessment conducted in Requirement R4, that their System does not meet the performance requirements of Table 1. Verify the CAP:

	
	(Part 7.1) List system deficiencies and associated actions needed to achieve required System performance.

	
	(Part 7.2) The CAP was developed within one year of completion of the benchmark GMD Vulnerability Assessment.  

	
	(Part 7.3) The CAP includes a timetable.

	
	(Part 7.3.1) A timetable specifying implementation of non-hardware mitigation, if any, within two years of development of the CAP.

	
	(Part 7.3.2) A timetable specifying implementation of hardware mitigation, if any, within four years of the development of the CAP.

	
	(Part 7.4) Verify the CAP was submitted to the CEA with a request for extension of time if the responsible entity is unable to implement the CAP within the timetable provided in Part 7.3.

	
	(Part 7.4.1) Verify the submitted CAP documents circumstances causing the delay for fully or partially implementing the selected actions in Part 7.1 and how those circumstances are beyond the control of each responsible entity.

	
	(Part 7.4.2)  Verify the submitted CAP documents revisions to the selected actions in Part 7.1, if any, including utilization of Operating Procedures if applicable.

	
	(Part 7.4.3)  Verify the submitted CAP documents an updated timetable for implementing the selected actions in Part 7.1.

	
	(Part 7.5) Verify the responsible entity provided the CAP, within 90 calendar days of development or revision, to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinator(s), adjacent Transmission Planner(s), and functional entities referenced in the CAP.

	
	(Part 7.5) Verify the responsible entity provided the CAP to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of development or revision, whichever is later.

	
	(Part 7.5.1) If a recipient of the CAP provided documented comments on the CAP, verify the responsible entity provided a documented response to that recipient within 90 calendar days of receipt of those comments.

	Note to Auditor: 



Auditor Notes: 





R8 Supporting Evidence and Documentation

	Each responsible entity, as determined in Requirement R1, shall complete a supplemental GMD Vulnerability Assessment of the Near-Term Transmission Planning Horizon at least once every 60 calendar months. This supplemental GMD Vulnerability Assessment shall use a study or studies based on models identified in Requirement R2, document assumptions, and document summarized results of the steady state analysis: 
1.15. The study or studies shall include the following conditions:
1.15.1. System On-Peak Load for at least one year within the Near-Term Transmission Planning Horizon; and 
1.15.2. System Off-Peak Load for at least one year within the Near-Term Transmission Planning Horizon.
1.16. The study or studies shall be conducted based on the supplemental GMD event described in Attachment 1 to determine whether the System meets the performance requirements for the steady state planning supplemental GMD event contained in Table 1.
1.17. The supplemental GMD Vulnerability Assessment shall be provided: (i) to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinators, adjacent Transmission Planners within 90 calendar days of completion, and (ii) to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of completion of the supplemental GMD Vulnerability Assessment, whichever is later.
1.17.1. If a recipient of the supplemental GMD Vulnerability Assessment provides documented comments on the results, the responsible entity shall provide a documented response to that recipient within 90 calendar days of receipt of those comments.
	Each responsible entity, as determined in Requirement R1, shall have dated evidence such as electronic or hard copies of its supplemental GMD Vulnerability Assessment meeting all of the requirements in Requirement R8. Each responsible entity, as determined in Requirement R1, shall also provide evidence, such as email records, web postings with an electronic notice of posting, or postal receipts showing recipient and date, that it has distributed its supplemental GMD Vulnerability Assessment: (i) to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinators, adjacent Transmission Planners within 90 calendar days of completion, and (ii) to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of completion of the supplemental GMD Vulnerability Assessment, whichever is later, as specified in Requirement R8. Each responsible entity, as determined in Requirement R1, shall also provide evidence, such as email notices or postal receipts showing recipient and date, that it has provided a documented response to comments received on its supplemental GMD Vulnerability Assessment within 90 calendar days of receipt of those comments in accordance with Requirement R8.

Registered Entity Response (Required): 
Compliance Narrative:
Provide a brief explanation, in your own words, of how you comply with this Requirement. References to supplied evidence, including links to the appropriate page, are recommended.



Evidence Requestedi:
	Provide the following evidence, or other evidence to demonstrate compliance. 

	Dated copies of the current and preceding supplemental GMD Vulnerability Assessments of Near-Term Transmission Planning Horizon. 

	Evidence the study or studies include System On-Peak Load and System Off-Peak Load conditions for at least one year within the Near-Term Transmission Planning Horizon.

	Evidence the study or studies were conducted based on the supplemental GMD event described in Attachment 1 to determine whether the System meets the performance requirements for the steady state planning supplemental GMD event in Table 1.

	Dated evidence that the responsible entity provided the supplemental GMD Vulnerability Assessment within 90 calendar days of completion to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinators, adjacent Transmission Planners.

	Dated evidence that the responsible entity provided the supplement GMD Vulnerability Assessment to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of completion of the supplemental GMD Vulnerability Assessment, whichever is later.

	If a recipient of the supplemental GMD Vulnerability Assessment provided documented comments on the results, dated evidence the responsible entity provided a documented response to that recipient within 90 calendar days of receipt of those comments.

	Documentation that identifies the roles and responsibilities of entities in the planning area for maintaining models and performing the studies needed to complete GMD Vulnerability Assessments.



Registered Entity Evidence (Required):
	The following information is requested for each document submitted as evidence. Also, evidence submitted should be highlighted and bookmarked, as appropriate, to identify the exact location where evidence of compliance may be found.

	File Name
	Document Title
	Revision or Version
	Document Date
	Relevant Page(s) or Section(s)
	Description of Applicability of Document

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Audit Team Evidence Reviewed (This section to be completed by the Compliance Enforcement Authority):
	

	

	



Compliance Assessment Approach Specific to TPL-007-4, R8
This section to be completed by the Compliance Enforcement Authority
	
	(R8) Verify the responsible entity completed the supplemental GMD Vulnerability Assessment of the Near-Term Transmission Planning Horizon at least once every 60-calendar months. 

	
	(R8) Verify the use of studies to complete the supplemental GMD Vulnerability Assessment based on models evidenced in R2. 

	
	(R8) Verify the supplemental GMD Vulnerability Assessment documented assumptions and summarized results of the steady state analysis.

	
	(Part 8.1) Verify the study or studies include System On-Peak Load and System Off-Peak Load conditions for at least one year within the Near-Term Transmission Planning Horizon.

	
	(Part 8.2) Verify the study or studies were conducted based on the supplemental GMD event described in Attachment 1 to determine whether the System meets the performance requirements in Table 1.

	
	(Part 8.3) Verify the supplemental GMD Vulnerability Assessment was provided within 90 calendar days of completion to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinators, adjacent Transmission Planners.

	
	(Part 8.3) Verify the supplemental GMD Vulnerability Assessment was provided to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of completion of the supplemental GMD Vulnerability Assessment, whichever is later.

	
	(Part 8.3.1) If a recipient of the supplemental GMD Vulnerability Assessment provided documented comments on the results, verify the responsible entity provided a documented response to that recipient within 90 calendar days of receipt of those comments.

	Note to Auditor: 




Auditor Notes: 






R9 Supporting Evidence and Documentation

Each responsible entity, as determined in Requirement R1, shall provide GIC flow information to be used for the supplemental thermal impact assessment of transformers specified in Requirement R10 to each Transmission Owner and Generator Owner that owns an applicable Bulk Electric System (BES) power transformer in the planning area. The GIC flow information shall include:
1.18. The maximum effective GIC value for the worst case geoelectric field orientation for the supplemental GMD event described in Attachment 1. This value shall be provided to the Transmission Owner or Generator Owner that owns each applicable BES power transformer in the planning area. 
1.19. The effective GIC time series, GIC(t), calculated using the supplemental GMD event described in Attachment 1 in response to a written request from the Transmission Owner or Generator Owner that owns an applicable BES power transformer in the planning area. GIC(t) shall be provided within 90 calendar days of receipt of the written request and after determination of the maximum effective GIC value in Part 9.1.

	Each responsible entity, as determined in Requirement R1, shall provide evidence, such as email records, web postings with an electronic notice of posting, or postal receipts showing recipient and date, that it has provided the maximum effective GIC values to the Transmission Owner and Generator Owner that owns each applicable BES power transformer in the planning area as specified in Requirement R9, Part 9.1. Each responsible entity, as determined in Requirement R1, shall also provide evidence, such as email records, web postings with an electronic notice of posting, or postal receipts showing recipient and date, that it has provided GIC(t) in response to a written request from the Transmission Owner or Generator Owner that owns an applicable BES power transformer in the planning area.

Registered Entity Response (Required): 
Compliance Narrative:
Provide a brief explanation, in your own words, of how you comply with this Requirement. References to supplied evidence, including links to the appropriate page, are recommended.



Evidence Requestedi:
	Provide the following evidence, or other evidence to demonstrate compliance. 

	A list of each Transmission Owner and Generator Owner in the planning area that owns an applicable BES power transformer.

	Dated evidence demonstrating the responsible entity provided the maximum effective GIC value for the worst case geoelectric field orientation for the benchmark GMD event described in Attachment 1 to each Transmission Owner and Generator Owner in the planning area that owns an applicable BES power transformer in the planning area. 

	Dated evidence demonstrating the responsible entity, within 90 calendar days of receipt of the written request and after determination of the maximum effective GIC value in Part 9.1, provided the effective GIC time series, GIC(t), calculated using the benchmark GMD event described in Attachment 1 in response to a written request from the Transmission Owner or Generator Owner that owns an applicable BES power transformer in the planning area.

	Documentation that identifies the roles and responsibilities of entities in the planning area for maintaining models and performing the studies needed to complete GMD Vulnerability Assessments.



Registered Entity Evidence (Required):
	The following information is requested for each document submitted as evidence. Also, evidence submitted should be highlighted and bookmarked, as appropriate, to identify the exact location where evidence of compliance may be found.

	File Name
	Document Title
	Revision or Version
	Document Date
	Relevant Page(s) or Section(s)
	Description of Applicability of Document

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Audit Team Evidence Reviewed (This section to be completed by the Compliance Enforcement Authority):
	

	

	



Compliance Assessment Approach Specific to TPL-007-4, R9
This section to be completed by the Compliance Enforcement Authority
	
	(R9) Verify the responsible entity provided GIC flow information to each Transmission Owner and Generator Owner that owns an applicable BES power transformer in the planning area.  

	
	(Part 9.1) Verify the GIC flow information provided by the responsible entity included the maximum effective GIC value for the worst case geoelectric field orientation for the supplemental GMD event described in Attachment 1. 

	
	(Part 9.2) For all, or a sample of, written requests from applicable Transmission Owners or Generation Owners, verify the responsible entity provided the effective GIC time series, GIC(t), within 90 calendar days of receipt of the written request and after determination of the maximum effective GIC value in Part 9.1.

	Note to Auditor: 




Auditor Notes: 






R10 Supporting Evidence and Documentation

Each Transmission Owner and Generator Owner shall conduct a supplemental thermal impact assessment for its solely and jointly owned applicable BES power transformers where the maximum effective GIC value provided in Requirement R9, Part 9.1, is 85 A per phase or greater. The supplemental thermal impact assessment shall: 
1.20. 	Be based on the effective GIC flow information provided in Requirement R9;
1.21. Document assumptions used in the analysis;
1.22. Describe suggested actions and supporting analysis to mitigate the impact of GICs, if any; and 
1.23. Be performed and provided to the responsible entities, as determined in Requirement R1, within 24 calendar months of receiving GIC flow information specified in Requirement R9, Part 9.1

	Each Transmission Owner and Generator Owner shall have evidence such as electronic or hard copies of its supplemental thermal impact assessment for all of its solely and jointly owned applicable BES power transformers where the maximum effective GIC value provided in Requirement R9, Part 9.1, is 85 A per phase or greater, and shall have evidence such as email records, web postings with an electronic notice of posting, or postal receipts showing recipient and date, that it has provided its supplemental thermal impact assessment to the responsible entities as specified in Requirement R10.

Registered Entity Response (Required): 
Compliance Narrative:
Provide a brief explanation, in your own words, of how you comply with this Requirement. References to supplied evidence, including links to the appropriate page, are recommended.



Evidence Requestedi:
	Provide the following evidence, or other evidence to demonstrate compliance. 

	The GIC flow information provided by the Planning Coordinator or Transmission Planner in accordance with Requirement R9.

	Dated evidence demonstrating the completion of the supplemental thermal impact assessment for each of the entity’s solely and jointly owned applicable BES power transformers where the maximum effective GIC value provided in Requirement R9 Part 9.1 is 85 A per phase or greater.



Registered Entity Evidence (Required):
	The following information is requested for each document submitted as evidence. Also, evidence submitted should be highlighted and bookmarked, as appropriate, to identify the exact location where evidence of compliance may be found.

	File Name
	Document Title
	Revision or Version
	Document Date
	Relevant Page(s) or Section(s)
	Description of Applicability of Document

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Audit Team Evidence Reviewed (This section to be completed by the Compliance Enforcement Authority):
	

	

	



Compliance Assessment Approach Specific to TPL-007-4, R10
This section to be completed by the Compliance Enforcement Authority
	
	(R10) Verify the entity conducted a supplemental thermal impact assessment for each applicable BES power transformer where the maximum effective GIC value provided in Requirement R9, Part 9.1, is 85 A per phase or greater. 

	
	(R10) Review supplemental thermal impact assessments for applicable BES power transformers and confirm the thermal impact assessment meets the requirements identified in Requirement R10 Part 10.1 through Part 10.4.

	
	(Part 10.1) Be based on the effective GIC flow information provided in Requirement R9.

	
	(Part 10.2) Document assumptions used in the analysis.

	
	(Part 10.3) Describe suggested actions and supporting analysis to mitigate the impact of GICs, if any.

	
	(Part 10.4) Be performed and provided to the responsible entities as determined in Requirement R1 within 24 calendar months of receiving GIC flow information specified in Requirement R9, Part 9.1.

	Note to Auditor: 




Auditor Notes: 






R11 Supporting Evidence and Documentation

	Each responsible entity, as determined in Requirement R1, that concludes through the supplemental GMD Vulnerability Assessment conducted in Requirement R8 that their System does not meet the performance requirements for the steady state planning supplemental GMD event contained in Table 1, shall develop a Corrective Action Plan (CAP) addressing how the performance requirements will be met. The CAP shall: 
1.24. 	List System deficiencies and the associated actions needed to achieve required System performance. Examples of such actions include:
· Installation, modification, retirement, or removal of Transmission and generation Facilities and any associated equipment.
· Installation, modification, or removal of Protection Systems or Remedial Action Schemes.
· Use of Operating Procedures, specifying how long they will be needed as part of the CAP.
· Use of Demand-Side Management, new technologies, or other initiatives.
1.25. 	Be developed within one year of completion of the supplemental GMD Vulnerability Assessment.
1.26. 	Include a timetable, subject to approval for any extension sought under Part 11.4, for implementing the selected actions from Part 11.1. The timetable shall:
1.26.1. 	Specify implementation of non-hardware mitigation, if any, within two years of development of the CAP; and
1.26.2. 	Specify implementation of hardware mitigation, if any, within four years of development of the CAP.
1.27. 	Be submitted to the CEA with a request for extension of time if the responsible entity is unable to implement the CAP within the timetable provided in Part 11.3. This submission shall include the following: 
1.27.1. 	Circumstances causing the delay for fully or partially implementing the selected actions in Part 11.1 and how those circumstances are beyond the control of the responsible entity; 
1.27.2. Revisions to the selected actions in Part 11.1, if any, including utilization of Operating Procedures if applicable; and, 
1.27.3. 	Updated timetable for implementing the selected actions in Part 11.1.
1.28. 	Be provided: (i) to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinator(s), adjacent Transmission Planner(s), and functional entities referenced in the CAP within 90 calendar days of development or revision, and (ii) to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of development or revision, whichever is later.
1.28.1. 	If a recipient of the CAP provides documented comments on the CAP, the responsible entity shall provide a documented response to that recipient within 90 calendar days of receipt of those comments.

	Each responsible entity, as determined in Requirement R1, that concludes, through the supplemental GMD Vulnerability Assessment conducted in Requirement R8, that the responsible entity's System does not meet the performance requirements for the steady state planning supplemental GMD event contained in Table 1 shall have evidence such as dated electronic or hard copies of its CAP including timetable for implementing selected actions, as specified in Requirement R11. Each responsible entity, as determined in Requirement R1, shall also provide evidence, such as email records or postal receipts showing recipient and date, that it submitted a request for extension to the ERO if the responsible entity is unable to implement the CAP within the timetable  provided in Part 11.3. Each responsible entity, as determined in Requirement R1, shall also provide evidence, such as email records, web postings with an electronic notice of posting, or postal receipts showing recipient and date, that it has distributed its CAP or relevant information, if any, (i) to the responsible entity's Reliability Coordinator, adjacent Planning Coordinator(s), adjacent Transmission Planner(s), and functional entities referenced in the CAP within 90 calendar days of development or revision, and (ii) to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of development or revision, whichever is later as specified in Requirement R11. Each responsible entity, as determined in Requirement R1, shall also provide evidence, such as email notices or postal receipts showing recipient and date, that it has provided a documented response to comments received on its CAP within 90 calendar days of receipt of those comments, in accordance with Requirement R11.
Registered Entity Response (Required): 
Compliance Narrative:
Provide a brief explanation, in your own words, of how you comply with this Requirement. References to supplied evidence, including links to the appropriate page, are recommended.



Evidence Requestedi:
	Provide the following evidence, or other evidence to demonstrate compliance. 

	Documentation that identifies the roles and responsibilities of entities in the planning area for maintaining models and performing the studies needed to complete GMD Vulnerability Assessments.

	Copy of the supplemental GMD Vulnerability Assessment conducted in Requirement R8

	A list of System deficiencies identified through the supplemental GMD Vulnerability Assessment.

	All dated CAPs associated with the System deficiencies, which identify the associated actions needed to achieve required System performance.

	Evidence the CAP was submitted to the CEA with a request for extension of time if the responsible entity is unable to implement the CAP within the timetable provided in Part 11.3.

	Dated evidence that the CAP was provided, within 90 calendar days of development or revision, to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinator(s), adjacent Transmission Planner(s), and functional entities referenced in the CAP.

	Dated evidence that the CAP was provided to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of development or revision, whichever is later.

	If a recipient of the CAP provided documented comments on the CAP, evidence the responsible entity provided a documented response to that recipient within 90 calendar days of receipt of those comments.



Registered Entity Evidence (Required):
	The following information is requested for each document submitted as evidence. Also, evidence submitted should be highlighted and bookmarked, as appropriate, to identify the exact location where evidence of compliance may be found.

	File Name
	Document Title
	Revision or Version
	Document Date
	Relevant Page(s) or Section(s)
	Description of Applicability of Document

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Audit Team Evidence Reviewed (This section to be completed by the Compliance Enforcement Authority):
	

	

	



Compliance Assessment Approach Specific to TPL-007-4, R11
This section to be completed by the Compliance Enforcement Authority
	
	(R11) Verify the entity developed a CAP addressing how the performance requirements will be met for the steady state planning supplemental GMD event, if the entity concluded through the supplemental GMD Vulnerability Assessment conducted in Requirement R8, that their System does not meet the performance requirements of Table 1. Verify the CAP:

	
	(Part 11.1) List system deficiencies and associated actions needed to achieve required System performance.

	
	(Part 11.2) The CAP was developed within one year of completion of the supplemental GMD Vulnerability Assessment.  

	
	(Part 11.3) The CAP includes a timetable.

	
	(Part 11.3.1) A timetable specifying implementation of non-hardware mitigation, if any, within two years of development of the CAP.

	
	(Part 11.3.2) A timetable specifying implementation of hardware mitigation, if any, within four years of the development of the CAP.

	
	(Part 11.4) Verify the CAP was submitted to the CEA with a request for extension of time if the responsible entity is unable to implement the CAP within the timetable provided in Part 11.3.

	
	(Part 11.4.1) Verify the submitted CAP documents circumstances causing the delay for fully or partially implementing the selected actions in Part 11.1 and how those circumstances are beyond the control of each responsible entity.

	
	(Part 11.4.2)  Verify the submitted CAP documents revisions to the selected actions in Part 11.1, if any, including utilization of Operating Procedures if applicable.

	
	(Part 11.4.3)  Verify the submitted CAP documents an updated timetable for implementing the selected actions in Part 11.1.

	
	(Part 11.5) Verify the responsible entity provided the CAP, within 90 calendar days of development or revision, to the responsible entity’s Reliability Coordinator, adjacent Planning Coordinator(s), adjacent Transmission Planner(s), and functional entities referenced in the CAP.

	
	(Part 11.5) Verify the responsible entity provided the CAP to any functional entity that submits a written request and has a reliability-related need within 90 calendar days of receipt of such request or within 90 calendar days of development or revision, whichever is later.

	
	(Part 11.5.1) If a recipient of the CAP provided documented comments on the CAP, verify the responsible entity provided a documented response to that recipient within 90 calendar days of receipt of those comments.

	Note to Auditor:



Auditor Notes: 






R12 Supporting Evidence and Documentation

Each responsible entity, as determined in Requirement R1, shall implement a process to obtain GIC monitor data from at least one GIC monitor located in the Planning Coordinator’s planning area or other part of the system included in the Planning Coordinator’s GIC System model. 
	Each responsible entity, as determined in Requirement R1, shall have evidence such as electronic or hard copies of its GIC monitor location(s) and documentation of its process to obtain GIC monitor data in accordance with Requirement R12.

Registered Entity Response (Required): 
Compliance Narrative:
Provide a brief explanation, in your own words, of how you comply with this Requirement. References to supplied evidence, including links to the appropriate page, are recommended.



Evidence Requestedi:
	Provide the following evidence, or other evidence to demonstrate compliance. 

	Documentation that identifies the implementation of a process to obtain GIC monitor data from at least one GIC monitor located in the Planning Coordinator's planning area or other part of the system included in the Planning Coordinator's GIC System model.

	Documentation that identifies the roles and responsibilities of entities in the planning area for implementing process(es) to obtain GMD measurement data.



Registered Entity Evidence (Required):
	The following information is requested for each document submitted as evidence. Also, evidence submitted should be highlighted and bookmarked, as appropriate, to identify the exact location where evidence of compliance may be found.

	File Name
	Document Title
	Revision or Version
	Document Date
	Relevant Page(s) or Section(s)
	Description of Applicability of Document

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Audit Team Evidence Reviewed (This section to be completed by the Compliance Enforcement Authority):
	

	

	



Compliance Assessment Approach Specific to TPL-007-4, R12
This section to be completed by the Compliance Enforcement Authority
	
	Verify that the responsible entity, as determined in Requirement R1, implemented its process to obtain GIC monitor data.

	
	Verify that GIC monitor data came from at least one GIC monitor located in the Planning Coordinator's planning area or other part of the system included in the Planning Coordinator's GIC System model.

	Note to Auditor: 




Auditor Notes: 






R12 Supporting Evidence and Documentation

Each responsible entity, as determined in Requirement R1, shall implement a process to obtain geomagnetic field data for its Planning Coordinator’s planning area.
	Each responsible entity, as determined in Requirement R1, shall have evidence such as electronic or hard copies of its process to obtain geomagnetic field data for its Planning Coordinator’s planning area in accordance with Requirement R13.

Registered Entity Response (Required): 
Compliance Narrative:
Provide a brief explanation, in your own words, of how you comply with this Requirement. References to supplied evidence, including links to the appropriate page, are recommended.



Evidence Requestedi:
	Provide the following evidence, or other evidence to demonstrate compliance. 

	Documentation that identifies the implementation of a process to obtain geomagnetic field data for its Planning Coordinator’s planning area.

	Documentation that identifies the roles and responsibilities of entities in the planning area for implementing process(es) to obtain GMD measurement data.



Registered Entity Evidence (Required):
	The following information is requested for each document submitted as evidence. Also, evidence submitted should be highlighted and bookmarked, as appropriate, to identify the exact location where evidence of compliance may be found.

	File Name
	Document Title
	Revision or Version
	Document Date
	Relevant Page(s) or Section(s)
	Description of Applicability of Document

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



Audit Team Evidence Reviewed (This section to be completed by the Compliance Enforcement Authority):
	

	

	



Compliance Assessment Approach Specific to TPL-007-4, R13
This section to be completed by the Compliance Enforcement Authority
	
	Verify that the responsible entity, as determined in Requirement R1, implemented its process to obtain geomagnetic field data.

	
	Verify that geomagnetic field data is for the Planning Coordinator’s planning area.

	Note to Auditor: 




Auditor Notes: 







Additional Information:


[bookmark: _Toc330463565]Reliability Standard
The full text of TPL-007-4 may be found on the NERC Web Site (www.nerc.com) under “Program Areas & Departments”, “Reliability Standards.”

In addition to the Reliability Standard, there is an applicable Implementation Plan available on the NERC Web Site.

In addition to the Reliability Standard, there is background information available on the NERC Web Site.

Capitalized terms in the Reliability Standard refer to terms in the NERC Glossary, which may be found on the NERC Web Site.


Regulatory Language
In Order No. 830, issued in 2016, the Federal Energy Regulatory Commission approved Reliability Standard TPL-007-1 and directed further revisions. Specifically, FERC directed NERC to: (1) revise the benchmark GMD event definition so that the reference peak geoelectric field amplitude component is not based solely on spatially-averaged data (P 44); (2) make corresponding revisions to Requirement R6, relating to transformer thermal impact assessments (P 65) ; (3) require entities to collect GIC monitoring and magnetometer data (P 88); and (4) include deadlines for the development and completion of Corrective Action Plans to address identified system vulnerabilities (PP 101-102). Order No. 830, Reliability Standard for Transmission System Planned Performance for Geomagnetic Disturbance Events, 156 FERC ¶ 61,215 (2016). 

In response to FERC’s Order No. 830 directives, NERC developed Reliability Standard TPL-007-2. Reliability Standard TPL-007-2 added new Requirements for entities to assess their vulnerabilities to a second defined event, the supplemental GMD event. The standard added new Requirements for the collection of GIC and magnetometer data. The standard also revised Requirement R7 to include deadlines for the development and completion of any necessary Corrective Action Plans.

The Commission approved Reliability Standard TPL-007-2 in Order No. 851, issued in 2018. In this Order, FERC also directed further revisions as follows:

1. Require Corrective Action Plans for Supplemental GMD Vulnerability Assessment Vulnerabilities

29. As proposed in the NOPR, pursuant to section 215(d)(5) of the FPA, we also determine that it is appropriate to direct NERC to develop and submit modifications to Reliability Standard TPL-007-2 to require the development and completion of corrective action plans to mitigate assessed supplemental GMD event vulnerabilities. Given that NERC has acknowledged the potential for “severe, localized impacts” associated with supplemental GMD event vulnerabilities, we see no basis for requiring corrective action plans for benchmark GMD events but not for supplemental GMD events.[ ] Based on the record in this proceeding, there appear to be no technical barriers to developing or complying with such a requirement. Moreover, as discussed below, the record supports issuance of a directive at this time, notwithstanding NOPR comments advocating postponement of any directive until after the completion of additional GMD research, because relevant GMD research is scheduled to be completed before the due date for submitting a modified Reliability Standard. The Commission therefore adopts the NOPR proposal and directs NERC to submit the modified Reliability Standard for approval within 12 months from the effective date of Reliability Standard TPL-007-2.

2. Implement Case-by-Case Exception Process for Considering Corrective Action Plan Completion Deadline Extensions

30. We also determine, pursuant to section 215(d)(5) of the FPA, that it is appropriate to direct that NERC develop further modifications to Reliability Standard TPL-007-2, Requirement R7.4. Under NERC’s proposal, applicable entities are allowed, without prior approval, to exceed deadlines for completing corrective action plan tasks when “situations beyond the control of the responsible entity [arise].”[ ] Instead, as discussed below, we direct NERC to develop a timely and efficient process, consistent with the Commission’s guidance in Order No. 830, to consider time extension requests on a case-by-case basis. Our directive balances the availability of time extensions when applicable entities are presented with the types of uncontrollable delays identified in NERC’s petition and NOPR comments with the need to ensure that the mitigation of known GMD vulnerabilities is not being improperly delayed through such requests. Further, as proposed in the NOPR, we direct NERC to prepare and submit a report addressing how often and why applicable entities are exceeding corrective action plan deadlines as well as the disposition of time extension requests. The report is due within 12 months from the date on which applicable entities must comply with the last requirement of Reliability Standard TPL-007-2. Following receipt of the report, the Commission will determine whether further action is necessary.

56. In reaching our determination on this issue, we considered NERC’s NOPR comments, which attempted to address the concerns with Requirement R7.4 expressed in the NOPR, stating that NERC and Regional Entity compliance and enforcement staff will review the reasonableness of any delay in implementing corrective action plans, including reviewing the asserted “situations beyond the control of the responsible entity” cited by the applicable entity, and by citing specific examples of the types of delays that might justify the invocation of Requirement R7.4. NERC’s comments also characterized Requirement R7.4 as being “not so flexible … as to allow entities to extend Corrective Action Plan deadlines indefinitely or for any reason whatsoever.”[] We generally agree with the standard of review that NERC indicates it will use to determine whether an extension of time to implement a corrective action plan is appropriate. However, the assessment of whether an extension of time is warranted is more appropriately made before an applicable entity is permitted to delay mitigation of a known GMD vulnerability. While NERC indicates that under proposed Requirement R7.4 there are compliance consequences for improperly delaying mitigation, mitigation of a known GMD vulnerability will nonetheless have been delayed, and we conclude it is important that any proposed delay be reviewed ahead of time. Therefore, we direct NERC to modify Reliability Standard TPL-007-2, Requirement R7.4 to develop a timely and efficient process, consistent with the Commission’s guidance in Order No. 830, to consider time extension requests on a case-by-case basis.

Order No. 851, Geomagnetic Disturbance Reliability Standard; Reliability Standard for Transmission System Planned Performance for Geomagnetic Disturbance Events, 165 FERC ¶ 61,124 (2018).

In February 2019, the NERC Board of Trustees adopted a regional Variance for Canadian jurisdictions in Reliability Standard TPL-007-3. None of the continent-wide Requirements were changed. This standard version has been submitted to the Canadian provincial authorities for approval and to FERC for informational purposes only. 

FERC approved TPL-007-4 by a delegated Letter Order in Docket No. RD20-3-000 on March 19, 2020.  In the Letter Order, FERC noted that the Reliability Standard requires entities to develop corrective action plans for vulnerabilities identified through supplemental geomagnetic disturbance vulnerability assessments and requires entities to seek approval from the Electric Reliability Organization of any extensions of time for the completion of corrective action plan items.
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A. Introduction 
1. Title:  Transmission System Planned Performance for Geomagnetic Disturbance 


Events 


2. Number: TPL-007-4 


3. Purpose: Establish requirements for Transmission system planned performance 
during geomagnetic disturbance (GMD) events. 


4. Applicability: 


4.1. Functional Entities: 


4.1.1. Planning Coordinator with a planning area that includes a Facility or 
Facilities specified in 4.2; 


4.1.2. Transmission Planner with a planning area that includes a Facility or 
Facilities specified in 4.2; 


4.1.3. Transmission Owner who owns a Facility or Facilities specified in 4.2; and 


4.1.4. Generator Owner who owns a Facility or Facilities specified in 4.2. 


4.2. Facilities: 


4.2.1. Facilities that include power transformer(s) with a high side, wye-
grounded winding with terminal voltage greater than 200 kV. 


5. Effective Date: See Implementation Plan for TPL-007-4. 


6. Background: During a GMD event, geomagnetically-induced currents (GIC) may cause 
transformer hot-spot heating or damage, loss of Reactive Power sources, increased 
Reactive Power demand, and Misoperation(s), the combination of which may result in 
voltage collapse and blackout.  


B. Requirements and Measures 
 


R1. Each Planning Coordinator, in conjunction with its Transmission Planner(s), shall 
identify the individual and joint responsibilities of the Planning Coordinator and 
Transmission Planner(s) in the Planning Coordinator’s planning area for maintaining 
models, performing the study or studies needed to complete benchmark and 
supplemental GMD Vulnerability Assessments, and implementing process(es) to 
obtain GMD measurement data as specified in this standard.  [Violation Risk Factor: 
Lower] [Time Horizon: Long-term Planning] 







TPL-007-4 – Transmission System Planned Performance for Geomagnetic Disturbance Events 


 Page 2 of 38 


M1. Each Planning Coordinator, in conjunction with its Transmission Planners, shall provide 
documentation on roles and responsibilities, such as meeting minutes, agreements, 
copies of procedures or protocols in effect between entities or between departments 
of a vertically integrated system, or email correspondence that identifies an 
agreement has been reached on individual and joint responsibilities for maintaining 
models, performing the study or studies needed to complete benchmark and 
supplemental GMD Vulnerability Assessments, and implementing process(es) to 
obtain GMD measurement data in accordance with Requirement R1. 


R2. Each responsible entity, as determined in Requirement R1, shall maintain System 
models and GIC System models of the responsible entity’s planning area for 
performing the study or studies needed to complete benchmark and supplemental 
GMD Vulnerability Assessments. [Violation Risk Factor: High] [Time Horizon: Long-
term Planning] 


M2. Each responsible entity, as determined in Requirement R1, shall have evidence in 
either electronic or hard copy format that it is maintaining System models and GIC 
System models of the responsible entity’s planning area for performing the study or 
studies needed to complete benchmark and supplemental GMD Vulnerability 
Assessments. 


R3. Each responsible entity, as determined in Requirement R1, shall have criteria for 
acceptable System steady state voltage performance for its System during the GMD 
events described in Attachment 1. [Violation Risk Factor: Medium] [Time Horizon: 
Long-term Planning] 


M3. Each responsible entity, as determined in Requirement R1, shall have evidence, such 
as electronic or hard copies of the criteria for acceptable System steady state voltage 
performance for its System in accordance with Requirement R3. 


Benchmark GMD Vulnerability Assessment(s) 


R4. Each responsible entity, as determined in Requirement R1, shall complete a 
benchmark GMD Vulnerability Assessment of the Near-Term Transmission Planning 
Horizon at least once every 60 calendar months. This benchmark GMD Vulnerability 
Assessment shall use a study or studies based on models identified in Requirement R2, 
document assumptions, and document summarized results of the steady state 
analysis. [Violation Risk Factor: High] [Time Horizon: Long-term Planning] 


4.1. The study or studies shall include the following conditions: 


4.1.1. System On-Peak Load for at least one year within the Near-Term 
Transmission Planning Horizon; and 


4.1.2. System Off-Peak Load for at least one year within the Near-Term 
Transmission Planning Horizon. 
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4.2. The study or studies shall be conducted based on the benchmark GMD event 
described in Attachment 1 to determine whether the System meets the 
performance requirements for the steady state planning benchmark GMD event 
contained in Table 1. 


4.3. The benchmark GMD Vulnerability Assessment shall be provided: (i) to the 
responsible entity’s Reliability Coordinator, adjacent Planning Coordinators, and 
adjacent Transmission Planners within 90 calendar days of completion, and (ii) to 
any functional entity that submits a written request and has a reliability-related 
need within 90 calendar days of receipt of such request or within 90 calendar 
days of completion of the benchmark GMD Vulnerability Assessment, whichever 
is later. 


4.3.1. If a recipient of the benchmark GMD Vulnerability Assessment provides 
documented comments on the results, the responsible entity shall 
provide a documented response to that recipient within 90 calendar days 
of receipt of those comments. 


M4. Each responsible entity, as determined in Requirement R1, shall have dated evidence 
such as electronic or hard copies of its benchmark GMD Vulnerability Assessment 
meeting all of the requirements in Requirement R4. Each responsible entity, as 
determined in Requirement R1, shall also provide evidence, such as email records, 
web postings with an electronic notice of posting, or postal receipts showing recipient 
and date, that it has distributed its benchmark GMD Vulnerability Assessment: (i) to 
the responsible entity’s Reliability Coordinator, adjacent Planning Coordinators, and 
adjacent Transmission Planners within 90 calendar days of completion, and (ii) to any 
functional entity that submits a written request and has a reliability-related need 
within 90 calendar days of receipt of such request or within 90 calendar days of 
completion of the benchmark GMD Vulnerability Assessment, whichever is later, as 
specified in Requirement R4. Each responsible entity, as determined in Requirement 
R1, shall also provide evidence, such as email notices or postal receipts showing 
recipient and date, that it has provided a documented response to comments received 
on its benchmark GMD Vulnerability Assessment within 90 calendar days of receipt of 
those comments in accordance with Requirement R4. 


R5. Each responsible entity, as determined in Requirement R1, shall provide GIC flow 
information to be used for the benchmark thermal impact assessment of transformers 
specified in Requirement R6 to each Transmission Owner and Generator Owner that 
owns an applicable Bulk Electric System (BES) power transformer in the planning area. 
The GIC flow information shall include: [Violation Risk Factor: Medium] [Time Horizon: 
Long-term Planning] 


5.1. The maximum effective GIC value for the worst case geoelectric field orientation 
for the benchmark GMD event described in Attachment 1. This value shall be 
provided to the Transmission Owner or Generator Owner that owns each 
applicable BES power transformer in the planning area. 
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5.2. The effective GIC time series, GIC(t), calculated using the benchmark GMD event 
described in Attachment 1 in response to a written request from the 
Transmission Owner or Generator Owner that owns an applicable BES power 
transformer in the planning area. GIC(t) shall be provided within 90 calendar 
days of receipt of the written request and after determination of the maximum 
effective GIC value in Part 5.1. 


M5. Each responsible entity, as determined in Requirement R1, shall provide evidence, 
such as email records, web postings with an electronic notice of posting, or postal 
receipts showing recipient and date, that it has provided the maximum effective GIC 
values to the Transmission Owner and Generator Owner that owns each applicable 
BES power transformer in the planning area as specified in Requirement R5, Part 5.1. 
Each responsible entity, as determined in Requirement R1, shall also provide evidence, 
such as email records, web postings with an electronic notice of posting, or postal 
receipts showing recipient and date, that it has provided GIC(t) in response to a 
written request from the Transmission Owner or Generator Owner that owns an 
applicable BES power transformer in the planning area. 


R6. Each Transmission Owner and Generator Owner shall conduct a benchmark thermal 
impact assessment for its solely and jointly owned applicable BES power transformers 
where the maximum effective GIC value provided in Requirement R5, Part 5.1, is 75 A 
per phase or greater. The benchmark thermal impact assessment shall: [Violation Risk 
Factor: Medium] [Time Horizon: Long-term Planning] 


6.1. Be based on the effective GIC flow information provided in Requirement R5; 


6.2. Document assumptions used in the analysis; 


6.3. Describe suggested actions and supporting analysis to mitigate the impact of 
GICs, if any; and  


6.4. Be performed and provided to the responsible entities, as determined in 
Requirement R1, within 24 calendar months of receiving GIC flow information 
specified in Requirement R5, Part 5.1. 


M6. Each Transmission Owner and Generator Owner shall have evidence such as electronic 
or hard copies of its benchmark thermal impact assessment for all of its solely and 
jointly owned applicable BES power transformers where the maximum effective GIC 
value provided in Requirement R5, Part 5.1, is 75 A per phase or greater, and shall 
have evidence such as email records, web postings with an electronic notice of 
posting, or postal receipts showing recipient and date, that it has provided its thermal 
impact assessment to the responsible entities as specified in Requirement R6. 


R7. Each responsible entity, as determined in Requirement R1, that concludes through 
the benchmark GMD Vulnerability Assessment conducted in Requirement R4 that 
their System does not meet the performance requirements for the steady state 
planning benchmark GMD event contained in Table 1, shall develop a Corrective 
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Action Plan (CAP) addressing how the performance requirements will be met. The CAP 
shall: [Violation Risk Factor: High] [Time Horizon: Long-term Planning] 


7.1. List System deficiencies and the associated actions needed to achieve required 
System performance. Examples of such actions include: 


• Installation, modification, retirement, or removal of Transmission and 
generation Facilities and any associated equipment. 


• Installation, modification, or removal of Protection Systems or Remedial 
Action Schemes. 


• Use of Operating Procedures, specifying how long they will be needed as 
part of the CAP. 


• Use of Demand-Side Management, new technologies, or other initiatives. 


7.2. Be developed within one year of completion of the benchmark GMD 
Vulnerability Assessment. 


7.3. Include a timetable, subject to approval for any extension sought under Part 7.4, 
for implementing the selected actions from Part 7.1. The timetable shall: 


7.3.1. Specify implementation of non-hardware mitigation, if any, within two 
years of development of the CAP; and 


7.3.2. Specify implementation of hardware mitigation, if any, within four years 
of development of the CAP. 


7.4. Be submitted to the Compliance Enforcement Authority (CEA) with a request for 
extension of time if the responsible entity is unable to implement the CAP within 
the timetable provided in Part 7.3. The submitted CAP shall document the 
following:  


7.4.1. Circumstances causing the delay for fully or partially implementing the 
selected actions in Part 7.1 and how those circumstances are beyond the 
control of the responsible entity;  


7.4.2. Revisions to the selected actions in Part 7.1, if any, including utilization of 
Operating Procedures, if applicable; and 


7.4.3. Updated timetable for implementing the selected actions in Part 7.1. 


7.5. Be provided: (i) to the responsible entity’s Reliability Coordinator, adjacent 
Planning Coordinator(s), adjacent Transmission Planner(s), and functional 
entities referenced in the CAP within 90 calendar days of development or 
revision, and (ii) to any functional entity that submits a written request and has a 
reliability-related need within 90 calendar days of receipt of such request or 
within 90 calendar days of development or revision, whichever is later. 







TPL-007-4 – Transmission System Planned Performance for Geomagnetic Disturbance Events 


 Page 6 of 38 


7.5.1. If a recipient of the CAP provides documented comments on the CAP, the 
responsible entity shall provide a documented response to that recipient 
within 90 calendar days of receipt of those comments. 


M7. Each responsible entity, as determined in Requirement R1, that concludes, through 
the benchmark GMD Vulnerability Assessment conducted in Requirement R4, that the 
responsible entity’s System does not meet the performance requirements for the 
steady state planning benchmark GMD event contained in Table 1 shall have evidence 
such as dated electronic or hard copies of its CAP including timetable for 
implementing selected actions, as specified in Requirement R7. Each responsible 
entity, as determined in Requirement R1, shall also provide evidence, such as email 
records or postal receipts showing recipient and date, that it submitted a request for 
extension to the CEA if the responsible entity is unable to implement the CAP within 
the timetable provided in Part 7.3. Each responsible entity, as determined in 
Requirement R1, shall also provide evidence, such as email records, web postings with 
an electronic notice of posting, or postal receipts showing recipient and date, that it 
has distributed its CAP or relevant information, if any, (i) to the responsible entity’s 
Reliability Coordinator, adjacent Planning Coordinator(s), adjacent Transmission 
Planner(s), and functional entities referenced in the CAP within 90 calendar days of 
development or revision, and (ii) to any functional entity that submits a written 
request and has a reliability-related need within 90 calendar days of receipt of such 
request or within 90 calendar days of development or revision, whichever is later as 
specified in Requirement R7. Each responsible entity, as determined in Requirement 
R1, shall also provide evidence, such as email notices or postal receipts showing 
recipient and date, that it has provided a documented response to comments received 
on its CAP within 90 calendar days of receipt of those comments, in accordance with 
Requirement R7. 


Supplemental GMD Vulnerability Assessment(s) 


R8. Each responsible entity, as determined in Requirement R1, shall complete a 
supplemental GMD Vulnerability Assessment of the Near-Term Transmission Planning 
Horizon at least once every 60 calendar months. This supplemental GMD Vulnerability 
Assessment shall use a study or studies based on models identified in Requirement 
R2, document assumptions, and document summarized results of the steady state 
analysis. [Violation Risk Factor: High] [Time Horizon: Long-term Planning] 


8.1. The study or studies shall include the following conditions: 


8.1.1. System On-Peak Load for at least one year within the Near-Term 
Transmission Planning Horizon; and  


8.1.2. System Off-Peak Load for at least one year within the Near-Term 
Transmission Planning Horizon. 
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8.2. The study or studies shall be conducted based on the supplemental GMD event 
described in Attachment 1 to determine whether the System meets the 
performance requirements for the steady state planning supplemental GMD 
event contained in Table 1. 


8.3. The supplemental GMD Vulnerability Assessment shall be provided: (i) to the 
responsible entity’s Reliability Coordinator, adjacent Planning Coordinators, 
adjacent Transmission Planners within 90 calendar days of completion, and (ii) to 
any functional entity that submits a written request and has a reliability-related 
need within 90 calendar days of receipt of such request or within 90 calendar 
days of completion of the supplemental GMD Vulnerability Assessment, 
whichever is later. 


8.3.1. If a recipient of the supplemental GMD Vulnerability Assessment 
provides documented comments on the results, the responsible entity 
shall provide a documented response to that recipient within 90 calendar 
days of receipt of those comments. 


M8. Each responsible entity, as determined in Requirement R1, shall have dated evidence 
such as electronic or hard copies of its supplemental GMD Vulnerability Assessment 
meeting all of the requirements in Requirement R8. Each responsible entity, as 
determined in Requirement R1, shall also provide evidence, such as email records, 
web postings with an electronic notice of posting, or postal receipts showing recipient 
and date, that it has distributed its supplemental GMD Vulnerability Assessment: (i) to 
the responsible entity’s Reliability Coordinator, adjacent Planning Coordinators, 
adjacent Transmission Planners within 90 calendar days of completion, and (ii) to any 
functional entity that submits a written request and has a reliability-related need 
within 90 calendar days of receipt of such request or within 90 calendar days of 
completion of the supplemental GMD Vulnerability Assessment, whichever is later, as 
specified in Requirement R8. Each responsible entity, as determined in Requirement 
R1, shall also provide evidence, such as email notices or postal receipts showing 
recipient and date, that it has provided a documented response to comments 
received on its supplemental GMD Vulnerability Assessment within 90 calendar days 
of receipt of those comments in accordance with Requirement R8. 


R9. Each responsible entity, as determined in Requirement R1, shall provide GIC flow 
information to be used for the supplemental thermal impact assessment of 
transformers specified in Requirement R10 to each Transmission Owner and 
Generator Owner that owns an applicable Bulk Electric System (BES) power 
transformer in the planning area. The GIC flow information shall include: [Violation 
Risk Factor: Medium] [Time Horizon: Long-term Planning] 


9.1. The maximum effective GIC value for the worst case geoelectric field orientation 
for the supplemental GMD event described in Attachment 1. This value shall be 
provided to the Transmission Owner or Generator Owner that owns each 
applicable BES power transformer in the planning area.  
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9.2. The effective GIC time series, GIC(t), calculated using the supplemental GMD 
event described in Attachment 1 in response to a written request from the 
Transmission Owner or Generator Owner that owns an applicable BES power 
transformer in the planning area. GIC(t) shall be provided within 90 calendar 
days of receipt of the written request and after determination of the maximum 
effective GIC value in Part 9.1. 


M9. Each responsible entity, as determined in Requirement R1, shall provide evidence, 
such as email records, web postings with an electronic notice of posting, or postal 
receipts showing recipient and date, that it has provided the maximum effective GIC 
values to the Transmission Owner and Generator Owner that owns each applicable 
BES power transformer in the planning area as specified in Requirement R9, Part 9.1. 
Each responsible entity, as determined in Requirement R1, shall also provide 
evidence, such as email records, web postings with an electronic notice of posting, or 
postal receipts showing recipient and date, that it has provided GIC(t) in response to a 
written request from the Transmission Owner or Generator Owner that owns an 
applicable BES power transformer in the planning area. 


R10. Each Transmission Owner and Generator Owner shall conduct a supplemental 
thermal impact assessment for its solely and jointly owned applicable BES power 
transformers where the maximum effective GIC value provided in Requirement R9, 
Part 9.1, is 85 A per phase or greater. The supplemental thermal impact assessment 
shall: [Violation Risk Factor: Medium] [Time Horizon: Long-term Planning] 


10.1.  Be based on the effective GIC flow information provided in Requirement R9; 


10.2.  Document assumptions used in the analysis; 


10.3.  Describe suggested actions and supporting analysis to mitigate the impact of 
GICs, if any; and  


10.4.  Be performed and provided to the responsible entities, as determined in 
Requirement R1, within 24 calendar months of receiving GIC flow information 
specified in Requirement R9, Part 9.1. 


M10. Each Transmission Owner and Generator Owner shall have evidence such as 
electronic or hard copies of its supplemental thermal impact assessment for all of its 
solely and jointly owned applicable BES power transformers where the maximum 
effective GIC value provided in Requirement R9, Part 9.1, is 85 A per phase or greater, 
and shall have evidence such as email records, web postings with an electronic notice 
of posting, or postal receipts showing recipient and date, that it has provided its 
supplemental thermal impact assessment to the responsible entities as specified in 
Requirement R10. 


R11. Each responsible entity, as determined in Requirement R1, that concludes through 
the supplemental GMD Vulnerability Assessment conducted in Requirement R8 that 
their System does not meet the performance requirements for the steady state 
planning supplemental GMD event contained in Table 1, shall develop a Corrective 
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Action Plan (CAP) addressing how the performance requirements will be met. The CAP 
shall: [Violation Risk Factor: High] [Time Horizon: Long-term Planning] 


11.1. List System deficiencies and the associated actions needed to achieve required 
System performance. Examples of such actions include: 


• Installation, modification, retirement, or removal of Transmission and 
generation Facilities and any associated equipment. 


• Installation, modification, or removal of Protection Systems or Remedial 
Action Schemes. 


• Use of Operating Procedures, specifying how long they will be needed as 
part of the CAP. 


• Use of Demand-Side Management, new technologies, or other initiatives. 


11.2. Be developed within one year of completion of the supplemental GMD 
Vulnerability Assessment. 


11.3. Include a timetable, subject to approval for any extension sought under Part 
11.4, for implementing the selected actions from Part 11.1. The timetable shall: 


11.3.1. Specify implementation of non-hardware mitigation, if any, within two 
years of development of the CAP; and 


11.3.2. Specify implementation of hardware mitigation, if any, within four years 
of development of the CAP.  


11.4. Be submitted to the CEA with a request for extension of time if the responsible 
entity is unable to implement the CAP within the timetable provided in Part 11.3. 
The submitted CAP shall document the following:  


11.4.1. Circumstances causing the delay for fully or partially implementing the 
selected actions in Part 11.1 and how those circumstances are beyond 
the control of the responsible entity;  


11.4.2. Revisions to the selected actions in Part 11.1, if any, including utilization 
of Operating Procedures, if applicable; and 


11.4.3. Updated timetable for implementing the selected actions in Part 11.1. 


11.5. Be provided: (i) to the responsible entity’s Reliability Coordinator, adjacent 
Planning Coordinator(s), adjacent Transmission Planner(s), and functional 
entities referenced in the CAP within 90 calendar days of development or 
revision, and (ii) to any functional entity that submits a written request and has a 
reliability-related need within 90 calendar days of receipt of such request or 
within 90 calendar days of development or revision, whichever is later. 


11.5.1. If a recipient of the CAP provides documented comments on the CAP, the 
responsible entity shall provide a documented response to that recipient 
within 90 calendar days of receipt of those comments. 
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M11. Each responsible entity, as determined in Requirement R1, that concludes, through 
the supplemental GMD Vulnerability Assessment conducted in Requirement R8, that 
the responsible entity’s System does not meet the performance requirements for the 
steady state planning supplemental GMD event contained in Table 1 shall have 
evidence such as dated electronic or hard copies of its CAP including timetable for 
implementing selected actions, as specified in Requirement R11. Each responsible 
entity, as determined in Requirement R1, shall also provide evidence, such as email 
records or postal receipts showing recipient and date, that it submitted a request for 
extension to the CEA if the responsible entity is unable to implement the CAP within 
the timetable provided in Part 11.3. Each responsible entity, as determined in 
Requirement R1, shall also provide evidence, such as email records, web postings with 
an electronic notice of posting, or postal receipts showing recipient and date, that it 
has distributed its CAP or relevant information, if any, (i) to the responsible entity’s 
Reliability Coordinator, adjacent Planning Coordinator(s), adjacent Transmission 
Planner(s), and functional entities referenced in the CAP within 90 calendar days of 
development or revision, and (ii) to any functional entity that submits a written 
request and has a reliability-related need within 90 calendar days of receipt of such 
request or within 90 calendar days of development or revision, whichever is later as 
specified in Requirement R11. Each responsible entity, as determined in Requirement 
R1, shall also provide evidence, such as email notices or postal receipts showing 
recipient and date, that it has provided a documented response to comments received 
on its CAP within 90 calendar days of receipt of those comments, in accordance with 
Requirement R11. 


GMD Measurement Data Processes 


R12. Each responsible entity, as determined in Requirement R1, shall implement a process 
to obtain GIC monitor data from at least one GIC monitor located in the Planning 
Coordinator’s planning area or other part of the system included in the Planning 
Coordinator’s GIC System model. [Violation Risk Factor: Lower] [Time Horizon: Long-
term Planning] 


M12. Each responsible entity, as determined in Requirement R1, shall have evidence such 
as electronic or hard copies of its GIC monitor location(s) and documentation of its 
process to obtain GIC monitor data in accordance with Requirement R12. 


R13. Each responsible entity, as determined in Requirement R1, shall implement a process 
to obtain geomagnetic field data for its Planning Coordinator’s planning area. 
[Violation Risk Factor: Lower] [Time Horizon: Long-term Planning] 


M13. Each responsible entity, as determined in Requirement R1, shall have evidence such 
as electronic or hard copies of its process to obtain geomagnetic field data for its 
Planning Coordinator’s planning area in accordance with Requirement R13. 


C. Compliance 
1. Compliance Monitoring Process 
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1.1. Compliance Enforcement Authority: “Compliance Enforcement Authority” 
means NERC or the Regional Entity, or any entity as otherwise designated by an 
Applicable Governmental Authority, in their respective roles of monitoring 
and/or enforcing compliance with mandatory and enforceable Reliability 
Standards in their respective jurisdictions. 


1.2. Evidence Retention: The following evidence retention period(s) identify the 
period of time an entity is required to retain specific evidence to demonstrate 
compliance. For instances where the evidence retention period specified below 
is shorter than the time since the last audit, the Compliance Enforcement 
Authority may ask an entity to provide other evidence to show that it was 
compliant for the full-time period since the last audit. 


The applicable entity shall keep data or evidence to show compliance as 
identified below unless directed by its Compliance Enforcement Authority to 
retain specific evidence for a longer period of time as part of an investigation. 


• For Requirements R1, R2, R3, R5, R6, R9, and R10, each responsible entity 
shall retain documentation as evidence for five years. 


• For Requirements R4 and R8, each responsible entity shall retain 
documentation of the current GMD Vulnerability Assessment and the 
preceding GMD Vulnerability Assessment. 


• For Requirement R7 and R11, each responsible entity shall retain 
documentation as evidence for five years or until all actions in the 
Corrective Action Plan are completed, whichever is later. 


• For Requirements R12 and R13, each responsible entity shall retain 
documentation as evidence for three years. 


1.3. Compliance Monitoring and Enforcement Program: As defined in the NERC 
Rules of Procedure, “Compliance Monitoring and Enforcement Program” refers 
to the identification of the processes that will be used to evaluate data or 
information for the purpose of assessing performance or outcomes with the 
associated Reliability Standard. 
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Table 1: Steady State Planning GMD Event 
Steady State: 


a. Voltage collapse, Cascading and uncontrolled islanding shall not occur. 
b. Generation loss is acceptable as a consequence of the steady state planning GMD events. 
c. Planned System adjustments such as Transmission configuration changes and re-dispatch of generation are allowed if such 


adjustments are executable within the time duration applicable to the Facility Ratings. 


Category Initial Condition Event 
Interruption of 


Firm 
Transmission 


Service Allowed 


Load Loss 
Allowed 


Benchmark GMD 
Event – GMD 
Event with 
Outages 


1. System as may be 
postured in response 
to space weather 
information1, and then 
2. GMD event2 


Reactive Power compensation devices 
and other Transmission Facilities 
removed as a result of Protection 
System operation or Misoperation due 
to harmonics during the GMD event 


Yes3 Yes3 


Supplemental 
GMD Event – GMD 
Event with 
Outages 


1. System as may be 
postured in response 
to space weather 
information1, and then 
2. GMD event2 


Reactive Power compensation devices 
and other Transmission Facilities 
removed as a result of Protection 
System operation or Misoperation due 
to harmonics during the GMD event 


Yes Yes 


Table 1: Steady State Performance Footnotes 
1. The System condition for GMD planning may include adjustments to posture the System that are executable in response to 


space weather information. 
2. The GMD conditions for the benchmark and supplemental planning events are described in Attachment 1. 
3. Load loss as a result of manual or automatic Load shedding (e.g., UVLS) and/or curtailment of Firm Transmission Service may 


be used to meet BES performance requirements during studied GMD conditions. The likelihood and magnitude of Load loss or 
curtailment of Firm Transmission Service should be minimized. 
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Violation Severity Levels 


R # 
Violation Severity Levels 


Lower VSL Moderate VSL High VSL Severe VSL 


R1. N/A N/A N/A 


The Planning Coordinator, in 
conjunction with its 
Transmission Planner(s), 
failed to determine and 
identify individual or joint 
responsibilities of the 
Planning Coordinator and 
Transmission Planner(s) in 
the Planning Coordinator’s 
planning area for 
maintaining models, 
performing the study or 
studies needed to complete 
benchmark and 
supplemental GMD 
Vulnerability Assessments, 
and implementing 
process(es) to obtain GMD 
measurement data as 
specified in this standard. 


R2. N/A N/A 


The responsible entity did 
not maintain either System 
models or GIC System 
models of the responsible 
entity’s planning area for 
performing the studies 


The responsible entity did 
not maintain both System 
models and GIC System 
models of the responsible 
entity’s planning area for 
performing the studies 
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R # 
Violation Severity Levels 


Lower VSL Moderate VSL High VSL Severe VSL 


needed to complete 
benchmark and 
supplemental GMD 
Vulnerability Assessments. 


needed to complete 
benchmark and 
supplemental GMD 
Vulnerability Assessments. 


R3. N/A N/A N/A 


The responsible entity did 
not have criteria for 
acceptable System steady 
state voltage performance 
for its System during the 
GMD events described in 
Attachment 1 as required. 


R4. 


The responsible entity 
completed a benchmark 
GMD Vulnerability 
Assessment, but it was more 
than 60 calendar months 
and less than or equal to 64 
calendar months since the 
last benchmark GMD 
Vulnerability Assessment. 


The responsible entity’s 
completed benchmark GMD 
Vulnerability Assessment 
failed to satisfy one of the 
elements listed in 
Requirement R4, Parts 4.1 
through 4.3; 
OR 
The responsible entity 
completed a benchmark 
GMD Vulnerability 
Assessment, but it was more 
than 64 calendar months 
and less than or equal to 68 
calendar months since the 


The responsible entity’s 
completed benchmark GMD 
Vulnerability Assessment 
failed to satisfy two of the 
elements listed in 
Requirement R4, Parts 4.1 
through 4.3; 
OR 
The responsible entity 
completed a benchmark 
GMD Vulnerability 
Assessment, but it was more 
than 68 calendar months 
and less than or equal to 72 
calendar months since the 


The responsible entity’s 
completed benchmark GMD 
Vulnerability Assessment 
failed to satisfy three of the 
elements listed in 
Requirement R4, Parts 4.1 
through 4.3; 
OR 
The responsible entity 
completed a benchmark 
GMD Vulnerability 
Assessment, but it was more 
than 72 calendar months 
since the last benchmark 
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R # 
Violation Severity Levels 


Lower VSL Moderate VSL High VSL Severe VSL 


last benchmark GMD 
Vulnerability Assessment. 


last benchmark GMD 
Vulnerability Assessment. 


GMD Vulnerability 
Assessment; 
OR 
The responsible entity does 
not have a completed 
benchmark GMD 
Vulnerability Assessment. 


R5. 


The responsible entity 
provided the effective GIC 
time series, GIC(t), in 
response to written request, 
but did so more than 90 
calendar days and less than 
or equal to 100 calendar 
days after receipt of a 
written request. 


The responsible entity 
provided the effective GIC 
time series, GIC(t), in 
response to written request, 
but did so more than 100 
calendar days and less than 
or equal to 110 calendar 
days after receipt of a 
written request. 


The responsible entity 
provided the effective GIC 
time series, GIC(t), in 
response to written request, 
but did so more than 110 
calendar days after receipt 
of a written request. 


The responsible entity did 
not provide the maximum 
effective GIC value to the 
Transmission Owner and 
Generator Owner that owns 
each applicable BES power 
transformer in the planning 
area; 
OR  
The responsible entity did 
not provide the effective GIC 
time series, GIC(t), upon 
written request. 


R6. 


The responsible entity failed 
to conduct a benchmark 
thermal impact assessment 
for 5% or less or one of its 
solely owned and jointly 
owned applicable BES power 


The responsible entity failed 
to conduct a benchmark 
thermal impact assessment 
for more than 5% up to (and 
including) 10% or two of its 
solely owned and jointly 


The responsible entity failed 
to conduct a benchmark 
thermal impact assessment 
for more than 10% up to 
(and including) 15% or three 
of its solely owned and 


The responsible entity failed 
to conduct a benchmark 
thermal impact assessment 
for more than 15% or more 
than three of its solely 
owned and jointly owned 
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R # 
Violation Severity Levels 


Lower VSL Moderate VSL High VSL Severe VSL 


transformers (whichever is 
greater) where the 
maximum effective GIC 
value provided in 
Requirement R5, Part 5.1, is 
75 A or greater per phase; 
OR 
The responsible entity 
conducted a benchmark 
thermal impact assessment 
for its solely owned and 
jointly owned applicable BES 
power transformers where 
the maximum effective GIC 
value provided in 
Requirement R5, Part 5.1, is 
75 A or greater per phase 
but did so more than 24 
calendar months and less 
than or equal to 26 calendar 
months of receiving GIC flow 
information specified in 
Requirement R5, Part 5.1. 


owned applicable BES power 
transformers (whichever is 
greater) where the 
maximum effective GIC 
value provided in 
Requirement R5, Part 5.1, is 
75 A or greater per phase;  
OR 
The responsible entity 
conducted a benchmark 
thermal impact assessment 
for its solely owned and 
jointly owned applicable BES 
power transformers where 
the maximum effective GIC 
value provided in 
Requirement R5, Part 5.1, is 
75 A or greater per phase 
but did so more than 26 
calendar months and less 
than or equal to 28 calendar 
months of receiving GIC flow 
information specified in 
Requirement R5, Part 5.1; 
OR 
The responsible entity failed 
to include one of the 


jointly owned applicable BES 
power transformers 
(whichever is greater) where 
the maximum effective GIC 
value provided in 
Requirement R5, Part 5.1, is 
75 A or greater per phase; 
OR 
The responsible entity 
conducted a benchmark 
thermal impact assessment 
for its solely owned and 
jointly owned applicable BES 
power transformers where 
the maximum effective GIC 
value provided in 
Requirement R5, Part 5.1, is 
75 A or greater per phase 
but did so more than 28 
calendar months and less 
than or equal to 30 calendar 
months of receiving GIC flow 
information specified in 
Requirement R5, Part 5.1; 
OR 
The responsible entity failed 
to include two of the 


applicable BES power 
transformers (whichever is 
greater) where the 
maximum effective GIC 
value provided in 
Requirement R5, Part 5.1, is 
75 A or greater per phase; 
OR 
The responsible entity 
conducted a benchmark 
thermal impact assessment 
for its solely owned and 
jointly owned applicable BES 
power transformers where 
the maximum effective GIC 
value provided in 
Requirement R5, Part 5.1, is 
75 A or greater per phase 
but did so more than 30 
calendar months of receiving 
GIC flow information 
specified in Requirement R5, 
Part 5.1; 
OR 
The responsible entity failed 
to include three of the 
required elements as listed 
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R # 
Violation Severity Levels 


Lower VSL Moderate VSL High VSL Severe VSL 


required elements as listed 
in Requirement R6, Parts 6.1 
through 6.3. 


required elements as listed 
in Requirement R6, Parts 6.1 
through 6.3. 


in Requirement R6, Parts 6.1 
through 6.3. 


R7. 


The responsible entity’s 
Corrective Action Plan failed 
to comply with one of the 
elements in Requirement 
R7, Parts 7.1 through 7.5. 


The responsible entity’s 
Corrective Action Plan failed 
to comply with two of the 
elements in Requirement R7, 
Parts 7.1 through 7.5. 


The responsible entity’s 
Corrective Action Plan failed 
to comply with three of the 
elements in Requirement 
R7, Parts 7.1 through 7.5. 


The responsible entity’s 
Corrective Action Plan failed 
to comply with four or more 
of the elements in 
Requirement R7, Parts 7.1 
through 7.5; 
OR 
The responsible entity did 
not develop a Corrective 
Action Plan as required by 
Requirement R7. 


R8. 


The responsible entity 
completed a supplemental 
GMD Vulnerability 
Assessment, but it was more 
than 60 calendar months 
and less than or equal to 64 
calendar months since the 
last supplemental GMD 
Vulnerability Assessment. 


The responsible entity’s 
completed supplemental 
GMD Vulnerability 
Assessment failed to satisfy 
one of the elements listed in 
Requirement R8, Parts 8.1 
through 8.3; 
OR 
The responsible entity 
completed a supplemental 
GMD Vulnerability 
Assessment, but it was more 


The responsible entity’s 
completed supplemental 
GMD Vulnerability 
Assessment failed to satisfy 
two of the elements listed in 
Requirement R8, Parts 8.1 
through 8.3; 
OR 
The responsible entity 
completed a supplemental 
GMD Vulnerability 
Assessment, but it was more 


The responsible entity’s 
completed supplemental 
GMD Vulnerability 
Assessment failed to satisfy 
three of the elements listed 
in Requirement R8, Parts 8.1 
through 8.3; 
OR 
The responsible entity 
completed a supplemental 
GMD Vulnerability 
Assessment, but it was more 
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R # 
Violation Severity Levels 


Lower VSL Moderate VSL High VSL Severe VSL 


than 64 calendar months 
and less than or equal to 68 
calendar months since the 
last supplemental GMD 
Vulnerability Assessment. 


than 68 calendar months 
and less than or equal to 72 
calendar months since the 
last supplemental GMD 
Vulnerability Assessment. 


than 72 calendar months 
since the last supplemental 
GMD Vulnerability 
Assessment; 
OR 
The responsible entity does 
not have a completed 
supplemental GMD 
Vulnerability Assessment. 


R9. 


The responsible entity 
provided the effective GIC 
time series, GIC(t), in 
response to written request, 
but did so more than 90 
calendar days and less than 
or equal to 100 calendar 
days after receipt of a 
written request. 


The responsible entity 
provided the effective GIC 
time series, GIC(t), in 
response to written request, 
but did so more than 100 
calendar days and less than 
or equal to 110 calendar 
days after receipt of a 
written request. 
 
 


 


The responsible entity 
provided the effective GIC 
time series, GIC(t), in 
response to written request, 
but did so more than 110 
calendar days after receipt 
of a written request. 


The responsible entity did 
not provide the maximum 
effective GIC value to the 
Transmission Owner and 
Generator Owner that owns 
each applicable BES power 
transformer in the planning 
area; 
OR 
The responsible entity did 
not provide the effective GIC 
time series, GIC(t), upon 
written request. 


R10. 


The responsible entity failed 
to conduct a supplemental 
thermal impact assessment 
for 5% or less or one of its 


The responsible entity failed 
to conduct a supplemental 
thermal impact assessment 
for more than 5% up to (and 


The responsible entity failed 
to conduct a supplemental 
thermal impact assessment 
for more than 10% up to 


The responsible entity failed 
to conduct a supplemental 
thermal impact assessment 
for more than 15% or more 
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R # 
Violation Severity Levels 


Lower VSL Moderate VSL High VSL Severe VSL 


solely owned and jointly 
owned applicable BES power 
transformers (whichever is 
greater) where the 
maximum effective GIC 
value provided in 
Requirement R9, Part 9.1, is 
85 A or greater per phase; 
OR 
The responsible entity 
conducted a supplemental 
thermal impact assessment 
for its solely owned and 
jointly owned applicable BES 
power transformers where 
the maximum effective GIC 
value provided in 
Requirement R9, Part 9.1, is 
85 A or greater per phase 
but did so more than 24 
calendar months and less 
than or equal to 26 calendar 
months of receiving GIC flow 
information specified in 
Requirement R9, Part 9.1. 


including) 10% or two of its 
solely owned and jointly 
owned applicable BES power 
transformers (whichever is 
greater) where the 
maximum effective GIC 
value provided in 
Requirement R9, Part 9.1, is 
85 A or greater per phase; 
OR 
The responsible entity 
conducted a supplemental 
thermal impact assessment 
for its solely owned and 
jointly owned applicable BES 
power transformers where 
the maximum effective GIC 
value provided in 
Requirement R9, Part 9.1, is 
85 A or greater per phase 
but did so more than 26 
calendar months and less 
than or equal to 28 calendar 
months of receiving GIC flow 
information specified in 
Requirement R9, Part 9.1 
OR 


(and including) 15% or three 
of its solely owned and 
jointly owned applicable BES 
power transformers 
(whichever is greater) where 
the maximum effective GIC 
value provided in 
Requirement R9, Part 9.1, is 
85 A or greater per phase; 
OR 
The responsible entity 
conducted a supplemental 
thermal impact assessment 
for its solely owned and 
jointly owned applicable BES 
power transformers where 
the maximum effective GIC 
value provided in 
Requirement R9, Part 9.1, is 
85 A or greater per phase 
but did so more than 28 
calendar months and less 
than or equal to 30 calendar 
months of receiving GIC flow 
information specified in 
Requirement R9, Part 9.1; 
OR 


than three of its solely 
owned and jointly owned 
applicable BES power 
transformers (whichever is 
greater) where the 
maximum effective GIC 
value provided in 
Requirement R9, Part 9.1, is 
85 A or greater per phase; 
OR 
The responsible entity 
conducted a supplemental 
thermal impact assessment 
for its solely owned and 
jointly owned applicable BES 
power transformers where 
the maximum effective GIC 
value provided in 
Requirement R9, Part 9.1, is 
85 A or greater per phase 
but did so more than 30 
calendar months of receiving 
GIC flow information 
specified in Requirement R9, 
Part 9.1; 
OR 
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R # 
Violation Severity Levels 


Lower VSL Moderate VSL High VSL Severe VSL 


The responsible entity failed 
to include one of the 
required elements as listed 
in Requirement R10, Parts 
10.1 through 10.3. 


The responsible entity failed 
to include two of the 
required elements as listed 
in Requirement R10, Parts 
10.1 through 10.3. 


The responsible entity failed 
to include three of the 
required elements as listed 
in Requirement R10, Parts 
10.1 through 10.3. 


R11. 


The responsible entity’s 
Corrective Action Plan failed 
to comply with one of the 
elements in Requirement 
R11, Parts 11.1 through 
11.5. 
 


The responsible entity’s 
Corrective Action Plan failed 
to comply with two of the 
elements in Requirement 
R11, Parts 11.1 through 
11.5. 
 


The responsible entity’s 
Corrective Action Plan failed 
to comply with three of the 
elements in Requirement 
R11, Parts 11.1 through 
11.5. 
 


The responsible entity’s 
Corrective Action Plan failed 
to comply with four or more 
of the elements in 
Requirement R11, Parts 11.1 
through 11.5; 
OR 
The responsible entity did 
not develop a Corrective 
Action Plan as required by 
Requirement R11. 
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R # 
Violation Severity Levels 


Lower VSL Moderate VSL High VSL Severe VSL 


R12. N/A N/A N/A 


The responsible entity did 
not implement a process to 
obtain GIC monitor data 
from at least one GIC 
monitor located in the 
Planning Coordinator’s 
planning area or other part 
of the system included in the 
Planning Coordinator’s GIC 
System Model. 
 


R13. N/A N/A N/A 


The responsible entity did 
not implement a process to 
obtain geomagnetic field 
data for its Planning 
Coordinator’s planning area. 
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D. Regional Variances 
D.A. Regional Variance for Canadian Jurisdictions 


This Variance shall be applicable in those Canadian jurisdictions where the Variance 
has been approved for use by the applicable governmental authority or has otherwise 
become effective in the jurisdiction. 


This variance replaces all references to “Attachment 1” in the standard with 
“Attachment 1 or Attachment 1-CAN.” 


In addition, this Variance replaces Requirement R7, Part 7.3 through Part 7.5 and 
Requirement R11, Part 11.3 through Part 11.5 with the following: 


D.A.7.3.  Include a timetable, subject to revision by the responsible entity in Part 
D.A.7.4, for implementing the selected actions from Part 7.1. The timetable 
shall: 


D.A.7.3.1.  Specify implementation of non-hardware mitigation, if any, within 
two years of the later of the development of the CAP or receipt of 
regulatory approvals, if required; and 


D.A.7.3.2.  Specify implementation of hardware mitigation, if any, within four 
years of the later of the development of the CAP or receipt of 
regulatory approvals, if required. 


D.A.7.4.  Be revised if the responsible entity is unable to implement the CAP within 
the timetable for implementation provided in Part D.A.7.3. The revised CAP 
shall document the following: 


D.A.7.4.1 Circumstances causing the delay for fully or partially implementing the 
selected actions in Part 7.1 and how those circumstances are beyond 
the control of the responsible entity;  


D.A.7.4.2 Revisions to the selected actions in Part 7.1, if any, including utilization 
of Operating Procedures if applicable; and 


D.A.7.4.3 Updated timetable for implementing the selected actions in Part 7.1. 


D.A.7.5.  Be provided: (i) to the responsible entity’s Reliability Coordinator, adjacent 
Planning Coordinator(s), adjacent Transmission Planner(s), and functional 
entities referenced in the CAP within 90 calendar days of development or 
revision, (ii) to any functional entity that submits a written request and has a 
reliability-related need within 90 calendar days of receipt of such request or 
within 90 calendar days of development or revision, whichever is later, and 
(iii) to the Compliance Enforcement Authority or Applicable Governmental 
Authority when revised under D.A.7.4 within 90 calendar days of revision. 


D.A.7.5.1 If a recipient of the CAP provides documented comments on the CAP, 
the responsible entity shall provide a documented response to that 
recipient within 90 calendar days of receipt of those comments. 
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D.A.M.7. Each responsible entity, as determined in Requirement R1, that concludes, 
through the benchmark GMD Vulnerability Assessment conducted in 
Requirement R4, that the responsible entity’s System does not meet the 
performance requirements for the steady state planning benchmark GMD 
event contained in Table 1 shall have evidence such as dated electronic or 
hard copies of its CAP including timetable for implementing selected actions, 
as specified in Requirement R7. Each responsible entity, as determined in 
Requirement R1, shall also provide evidence, such as email records or postal 
receipts showing recipient and date, that it has revised its CAP if situations 
beyond the responsible entity's control prevent implementation of the CAP 
within the timetable specified. Each responsible entity, as determined in 
Requirement R1, shall also provide evidence, such as email records, web 
postings with an electronic notice of posting, or postal receipts showing 
recipient and date, that it has distributed its CAP or relevant information, if 
any, (i) to the responsible entity’s Reliability Coordinator, adjacent Planning 
Coordinator(s), adjacent Transmission Planner(s), and functional entities 
referenced in the CAP within 90 calendar days of development or revision, 
(ii) to any functional entity that submits a written request and has a 
reliability-related need within 90 calendar days of receipt of such request or 
within 90 calendar days of development or revision, whichever is later as 
specified in Requirement R7, and (iii) to the Compliance Enforcement 
Authority or Applicable Governmental Authority when revised under D.A.7.4 
within 90 calendar days of revision. Each responsible entity, as determined 
in Requirement R1, shall also provide evidence, such as email notices or 
postal receipts showing recipient and date, that it has provided a 
documented response to comments received on its CAP within 90 calendar 
days of receipt of those comments, in accordance with Requirement R7. 


D.A.11.3.Include a timetable, subject to revision by the responsible entity in Part 
D.A.11.4, for implementing the selected actions from Part 11.1. The 
timetable shall: 


D.A.11.3.1. Specify implementation of non-hardware mitigation, if any, within 
two years of the later of the development of the CAP or receipt of 
regulatory approvals, if required; and 


D.A.11.3.2. Specify implementation of hardware mitigation, if any, within four 
years of the later of the development of the CAP or receipt of 
regulatory approvals, if required. 


D.A.11.4. Be revised if the responsible entity is unable to implement the CAP within 
the timetable for implementation provided in Part D.A.11.3. The revised CAP 
shall document the following:  


D.A.11.4.1 Circumstances causing the delay for fully or partially implementing 
the selected actions in Part 11.1 and how those circumstances are 
beyond the control of the responsible entity;  
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D.A.11.4.2 Revisions to the selected actions in Part 11.1, if any, including 
utilization of Operating Procedures if applicable; and 


D.A.11.4.3 Updated timetable for implementing the selected actions in Part 
11.1. 


D.A.11.5.  Be provided: (i) to the responsible entity’s Reliability Coordinator, adjacent 
Planning Coordinator(s), adjacent Transmission Planner(s), and functional 
entities referenced in the CAP within 90 calendar days of development or 
revision, (ii) to any functional entity that submits a written request and has 
a reliability-related need within 90 calendar days of receipt of such request 
or within 90 calendar days of development or revision, whichever is later, 
and (iii) to the Compliance Enforcement Authority or Applicable 
Governmental Authority when revised under D.A.11.4 within 90 calendar 
days of revision. 


D.A.11.5.1. If a recipient of the CAP provides documented comments on the 
CAP, the responsible entity shall provide a documented response to 
that recipient within 90 calendar days of receipt of those comments. 
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D.A.M.11. Each responsible entity, as determined in Requirement R1, that concludes, 
through the supplemental GMD Vulnerability Assessment conducted in 
Requirement R8, that the responsible entity’s System does not meet the 
performance requirements for the steady state planning supplemental GMD 
event contained in Table 1 shall have evidence such as dated electronic or 
hard copies of its CAP including timetable for implementing selected actions, 
as specified in Requirement R11. Each responsible entity, as determined in 
Requirement R1, shall also provide evidence, such as email records or postal 
receipts showing recipient and date, that it has revised its CAP if situations 
beyond the responsible entity's control prevent implementation of the CAP 
within the timetable specified. Each responsible entity, as determined in 
Requirement R1, shall also provide evidence, such as email records, web 
postings with an electronic notice of posting, or postal receipts showing 
recipient and date, that it has distributed its CAP or relevant information, if 
any, (i) to the responsible entity’s Reliability Coordinator, adjacent Planning 
Coordinator(s), adjacent Transmission Planner(s), and functional entities 
referenced in the CAP within 90 calendar days of development or revision, 
(ii) to any functional entity that submits a written request and has a 
reliability-related need within 90 calendar days of receipt of such request or 
within 90 calendar days of development or revision, whichever is later as 
specified in Requirement R11, and (iii) to the Compliance Enforcement 
Authority or Applicable Governmental Authority when revised under 
D.A.11.4 within 90 calendar days of revision. Each responsible entity, as 
determined in Requirement R1, shall also provide evidence, such as email 
notices or postal receipts showing recipient and date, that it has provided a 
documented response to comments received on its CAP within 90 calendar 
days of receipt of those comments, in accordance with Requirement R11. 
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E. Associated Documents 
Attachment 1 


Attachment 1-CAN 
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Attachment 1 
Calculating Geoelectric Fields for the Benchmark and Supplemental GMD Events 


The benchmark GMD event1 defines the geoelectric field values used to compute GIC flows that 
are needed to conduct a benchmark GMD Vulnerability Assessment. It is composed of the 
following elements: (1) a reference peak geoelectric field amplitude of 8 V/km derived from 
statistical analysis of historical magnetometer data; (2) scaling factors to account for local 
geomagnetic latitude; (3) scaling factors to account for local earth conductivity; and (4) a 
reference geomagnetic field time series or waveform to facilitate time-domain analysis of GMD 
impact on equipment. 


The supplemental GMD event is composed of similar elements as described above, except (1) the 
reference peak geoelectric field amplitude is 12 V/km over a localized area; and (2) the 
geomagnetic field time series or waveform includes a local enhancement in the waveform.2 


The regional geoelectric field peak amplitude used in GMD Vulnerability Assessment, Epeak, can 
be obtained from the reference geoelectric field value of 8 V/km for the benchmark GMD event 
(1) or 12 V/km for the supplemental GMD event (2) using the following relationships: 


 𝐸𝐸𝑝𝑝𝑝𝑝𝑝𝑝𝑝𝑝 = 8 ×  𝛼𝛼 ×  𝛽𝛽 𝑏𝑏 (𝑉𝑉 𝑘𝑘𝑘𝑘⁄ ) (1) 


 𝐸𝐸𝑝𝑝𝑝𝑝𝑝𝑝𝑝𝑝 = 12 ×  𝛼𝛼 ×  𝛽𝛽 𝑠𝑠 (𝑉𝑉 𝑘𝑘𝑘𝑘⁄ ) (2) 


where, α is the scaling factor to account for local geomagnetic latitude, and β is a scaling factor 
to account for the local earth conductivity structure. Subscripts b and s for the β scaling factor 
denote association with the benchmark or supplemental GMD events, respectively. 


Scaling the Geomagnetic Field 
The benchmark and supplemental GMD events are defined for geomagnetic latitude of 60° and 
must be scaled to account for regional differences based on geomagnetic latitude. Table 2 
provides a scaling factor correlating peak geoelectric field to geomagnetic latitude. Alternatively, 
the scaling factor α is computed with the empirical expression: 


 𝛼𝛼 = 0.001 × 𝑒𝑒(0.115×𝐿𝐿) (3) 


where, L is the geomagnetic latitude in degrees and 0.1 ≤ α ≤ 1. 


                                                 
1 The Benchmark Geomagnetic Disturbance Event Description, May 2016 is available on the Related Information webpage for 
TPL-007-1: http://www.nerc.com/pa/Stand/TPL0071RD/Benchmark_clean_May12_complete.pdf. 
2 The extent of local enhancements is on the order of 100 km in North-South (latitude) direction but longer in East-West 
(longitude) direction. The local enhancement in the geomagnetic field occurs over the time period of 2-5 minutes. Additional 
information is available in the Supplemental Geomagnetic Disturbance Event Description, October 2017 white paper on the 
Project 2013-03 Geomagnetic Disturbance Mitigation project webpage: http://www.nerc.com/pa/Stand/Pages/Project-2013-
03-Geomagnetic-Disturbance-Mitigation.aspx. 



http://www.nerc.com/pa/Stand/TPL0071RD/Benchmark_clean_May12_complete.pdf

http://www.nerc.com/pa/Stand/Pages/Project-2013-03-Geomagnetic-Disturbance-Mitigation.aspx

http://www.nerc.com/pa/Stand/Pages/Project-2013-03-Geomagnetic-Disturbance-Mitigation.aspx
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For large planning areas that cover more than one scaling factor from Table 2, the GMD 
Vulnerability Assessment should be based on a peak geoelectric field that is: 


• calculated by using the most conservative (largest) value for α; or 


• calculated assuming a non-uniform or piecewise uniform geomagnetic field. 


Table 2: Geomagnetic Field Scaling Factors for the 
Benchmark and Supplemental GMD 
Events 


Geomagnetic Latitude 
(Degrees) 


Scaling Factor1 
(α) 


≤ 40 0.10 
45 0.2 
50 0.3 
54 0.5 
56 0.6 
57 0.7 
58 0.8 
59 0.9 


≥ 60 1.0 


Scaling the Geoelectric Field 
The benchmark GMD event is defined for the reference Quebec earth model described in Table 
4. The peak geoelectric field, Epeak, used in a GMD Vulnerability Assessment may be obtained by 
either: 


• Calculating the geoelectric field for the ground conductivity in the planning area and the 
reference geomagnetic field time series scaled according to geomagnetic latitude, using 
a procedure such as the plane wave method described in the NERC GMD Task Force GIC 
Application Guide;3 or 


• Using the earth conductivity scaling factor β from Table 3 that correlates to the ground 
conductivity map in Figure 1 or Figure 2. Along with the scaling factor α from equation 
(3) or Table 2, β is applied to the reference geoelectric field using equation (1 or 2, as 
applicable) to obtain the regional geoelectric field peak amplitude Epeak to be used in 
GMD Vulnerability Assessments. When a ground conductivity model is not available, the 
responsible entity should use the largest β factor of adjacent physiographic regions or a 
technically justified value. 


                                                 
3 Available at the NERC GMD Task Force project webpage: http://www.nerc.com/comm/PC/Pages/Geomagnetic-Disturbance-
Task-Force-(GMDTF)-2013.aspx. 



http://www.nerc.com/comm/PC/Pages/Geomagnetic-Disturbance-Task-Force-(GMDTF)-2013.aspx

http://www.nerc.com/comm/PC/Pages/Geomagnetic-Disturbance-Task-Force-(GMDTF)-2013.aspx
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The earth models used to calculate Table 3 for the United States were obtained from publicly 
available information published on the U. S. Geological Survey website.4 The models used to 
calculate Table 3 for Canada were obtained from Natural Resources Canada (NRCan) and reflect 
the average structure for large regions. A planner can also use specific earth model(s) with 
documented justification and the reference geomagnetic field time series to calculate the β 
factor(s) as follows: 


 𝛽𝛽𝑏𝑏 = 𝐸𝐸 8⁄ for the benchmark GMD event (4) 


 𝛽𝛽𝑠𝑠 = 𝐸𝐸 12⁄  for the supplemental GMD   (5) 


where, E is the absolute value of peak geoelectric in V/km obtained from the technically justified 
earth model and the reference geomagnetic field time series. 


For large planning areas that span more than one β scaling factor, the most conservative (largest) 
value for β may be used in determining the peak geoelectric field to obtain conservative results. 
Alternatively, a planner could perform analysis using a non-uniform or piecewise uniform 
geoelectric field. 


Applying the Localized Peak Geoelectric Field in the Supplemental GMD Event 
The peak geoelectric field of the supplemental GMD event occurs in a localized area.5 Planners 
have flexibility to determine how to apply the localized peak geoelectric field over the planning 
area in performing GIC calculations. Examples of approaches are: 


• Apply the peak geoelectric field (12 V/km scaled to the planning area) over the entire 
planning area; 


• Apply a spatially limited (12 V/km scaled to the planning area) peak geoelectric field (e.g., 
100 km in North-South latitude direction and 500 km in East-West longitude direction) 
over a portion(s) of the system, and apply the benchmark GMD event over the rest of the 
system; or 


• Other methods to adjust the benchmark GMD event analysis to account for the localized 
geoelectric field enhancement of the supplemental GMD event. 


                                                 
4 Available at http://geomag.usgs.gov/conductivity/. 
5 See the Supplemental Geomagnetic Disturbance Description white paper located on the Project 2013-03 Geomagnetic 
Disturbance Mitigation project webpage: http://www.nerc.com/pa/Stand/Pages/Project-2013-03-Geomagnetic-Disturbance-
Mitigation.aspx. 



http://geomag.usgs.gov/conductivity/

http://www.nerc.com/pa/Stand/Pages/Project-2013-03-Geomagnetic-Disturbance-Mitigation.aspx

http://www.nerc.com/pa/Stand/Pages/Project-2013-03-Geomagnetic-Disturbance-Mitigation.aspx
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Figure 1: Physiographic Regions of the Continental United States6 


 


 
Figure 2: Physiographic Regions of Canada 


 


                                                 
6 Additional map detail is available at the U.S. Geological Survey: http://geomag.usgs.gov/. 


FL-1 



http://geomag.usgs.gov/
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Table 3: Geoelectric Field Scaling Factors 


Earth model 
Scaling Factor 


Benchmark Event 
(βb) 


Scaling Factor 
Supplemental 


Event 
(βs) 


AK1A 0.56 0.51 
AK1B 0.56 0.51 
AP1 0.33 0.30 
AP2 0.82 0.78 
BR1 0.22 0.22 
CL1 0.76 0.73 
CO1 0.27 0.25 
CP1 0.81 0.77 
CP2 0.95 0.86 
FL1 0.76 0.73 
CS1 0.41 0.37 
IP1 0.94 0.90 
IP2 0.28 0.25 
IP3 0.93 0.90 
IP4 0.41 0.35 
NE1 0.81 0.77 
PB1 0.62 0.55 
PB2 0.46 0.39 
PT1 1.17 1.19 
SL1 0.53 0.49 
SU1 0.93 0.90 
BOU 0.28 0.24 
FBK 0.56 0.56 
PRU 0.21 0.22 
BC 0.67 0.62 


PRAIRIES 0.96 0.88 
SHIELD 1.0 1.0 


ATLANTIC 0.79 0.76 
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Scaling factors in Table 3 are dependent upon the frequency content of the reference storm. 
Consequently, the benchmark GMD event and the supplemental GMD event may produce 
different scaling factors for a given earth model. 


 


 


 


Table 4: Reference Earth Model (Quebec) 
Layer Thickness (km) Resistivity (Ω-m) 


15 20,000 


10 200 


125 1,000 


200 100 


∞ 3 


Reference Geomagnetic Field Time Series or Waveform for the Benchmark GMD 
Event7 
The geomagnetic field measurement record of the March 13-14 1989 GMD event, measured at 
the NRCan Ottawa geomagnetic observatory, is the basis for the reference geomagnetic field 
waveform to be used to calculate the GIC time series, GIC(t), required for transformer thermal 
impact assessment. 


The geomagnetic latitude of the Ottawa geomagnetic observatory is 55°; therefore, the 
amplitudes of the geomagnetic field measurement data were scaled up to the 60° reference 
geomagnetic latitude (see Figure 3) such that the resulting peak geoelectric field amplitude 
computed using the reference earth model was 8 V/km (see Figures 4 and 5). The sampling rate 
for the geomagnetic field waveform is 10 seconds.8 To use this geoelectric field time series when 
a different earth model is applicable, it should be scaled with the appropriate benchmark 
conductivity scaling factor βb. 


                                                 
7 Refer to the Benchmark Geomagnetic Disturbance Event Description white paper for details on the determination of the 
reference geomagnetic field waveform: http://www.nerc.com/pa/stand/Pages/TPL0071RI.aspx. 
8 The data file of the benchmark geomagnetic field waveform is available on the Related Information webpage for TPL-007-1: 
http://www.nerc.com/pa/stand/Pages/TPL0071RI.aspx. 



http://www.nerc.com/pa/stand/Pages/TPL0071RI.aspx

http://www.nerc.com/pa/stand/Pages/TPL0071RI.aspx
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Figure 3: Benchmark Geomagnetic Field Waveform 


Red Bn (Northward), Blue Be (Eastward) 


 


 
Figure 4: Benchmark Geoelectric Field Waveform 


EE (Eastward) 
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Figure 5: Benchmark Geoelectric Field Waveform 


EN (Northward) 


Reference Geomagnetic Field Time Series or Waveform for the Supplemental GMD 
Event9 
The geomagnetic field measurement record of the March 13-14, 1989 GMD event, measured at 
the NRCan Ottawa geomagnetic observatory, is the basis for the reference geomagnetic field 
waveform to be used to calculate the GIC time series, GIC(t), required for transformer thermal 
impact assessment for the supplemental GMD event. The supplemental GMD event waveform 
differs from the benchmark GMD event waveform in that the supplemental GMD event 
waveform has a local enhancement. 


The geomagnetic latitude of the Ottawa geomagnetic observatory is 55°; therefore, the 
amplitudes of the geomagnetic field measurement data were scaled up to the 60° reference 
geomagnetic latitude (see Figure 6) such that the resulting peak geoelectric field amplitude 
computed using the reference earth model was 12 V/km (see Figure7). The sampling rate for the 
geomagnetic field waveform is 10 seconds.10 To use this geoelectric field time series when a 
different earth model is applicable, it should be scaled with the appropriate supplemental 
conductivity scaling factor βs. 


                                                 
9 Refer to the Supplemental Geomagnetic Disturbance Event Description white paper for details on the determination of the 
reference geomagnetic field waveform: http://www.nerc.com/pa/Stand/Pages/Project-2013-03-Geomagnetic-Disturbance-
Mitigation.aspx. 
10 The data file of the benchmark geomagnetic field waveform is available on the NERC GMD Task Force project webpage: 
http://www.nerc.com/comm/PC/Pages/Geomagnetic-Disturbance-Task-Force-(GMDTF)-2013.aspx. 



http://www.nerc.com/pa/Stand/Pages/Project-2013-03-Geomagnetic-Disturbance-Mitigation.aspx

http://www.nerc.com/pa/Stand/Pages/Project-2013-03-Geomagnetic-Disturbance-Mitigation.aspx

http://www.nerc.com/comm/PC/Pages/Geomagnetic-Disturbance-Task-Force-(GMDTF)-2013.aspx





TPL-007-4 – Transmission System Planned Performance for Geomagnetic Disturbance Events 


 Page 36 of 38 


 
Figure 6: Supplemental Geomagnetic Field Waveform 


Red BN (Northward), Blue BE (Eastward) 


 


12 V/km


 
Figure 7: Supplemental Geoelectric Field Waveform 


Blue EN (Northward), Red EE (Eastward) 
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Attachment 1-CAN 
Attachment 1-CAN provides an alternative that a Canadian entity may use in lieu of the 
benchmark or supplemental GMD event(s) defined in Attachment 1 for performing GMD 
Vulnerability Assessment(s). 


A Canadian entity may use the provisions of Attachment 1-CAN if it has regionally specific 
information that provides a technically justified means to re-define a 1-in-100 year GMD 
planning event(s) within its planning area.  


Information for the Alternative Methodology 
GMD Vulnerability Assessment(s) require the use of geophysical and engineering models. 
Canadian-specific data is available and growing. Ongoing research allows for more accurate 
characterization of regional parameters used in these models. Such Canadian-specific data 
includes geomagnetic field, earth conductivity, and geomagnetically induced current 
measurements that can be used for modeling and simulation validation. 
 
Information used to calculate geoelectric fields for the benchmark and supplemental GMD events 
shall be clearly documented and technically justified. For example, the factors involved in the 
calculation of geoelectric fields are geomagnetic field variations and an earth transfer 
function(s).1  Technically justified information used in modelling geomagnetic field variations may 
include:  technical documents produced by governmental entities such as Natural Resources 
Canada; technical papers published in peer-reviewed journals; and data sets gathered using 
sound scientific principles. An earth transfer function may rely on magnetotelluric measurements 
or earth conductivity models. 
 
Modeling assumptions shall also be clearly documented and technically justified. An entity may 
use sensitivity analysis to identify how the assumptions affect the results. 
 
A simplified model may be used to perform a GMD Vulnerability Assessment(s), as long as the 
model is more conservative than a more detailed model.    
 
When interpreting assessment results, the entity shall consider the maturity of the modeling, 
toolset, and techniques applied. 


Geomagnetic Disturbance Planning Events 
The 1-in-100 year planning event shall be based on regionally specific data and technically 
justifiable statistical analyses (e.g., extreme value theory) and applied to the benchmark and 
supplemental GMD Vulnerability Assessment(s). 


For the benchmark GMD Vulnerability Assessment(s), an entity shall consider the large-scale 
spatial structure of the GMD event. For the supplemental GMD Vulnerability Assessment(s), an 


                                                 
1 The “earth transfer function” is the relationship between the electric fields and magnetic field variations at the surface of the 
earth. 
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entity shall consider the small-scale spatial structure of the GMD event (e.g., using magnetometer 
measurements or realistic electrojet calculations). 


 





		4.1. Functional Entities:

		4.1.1. Planning Coordinator with a planning area that includes a Facility or Facilities specified in 4.2;

		4.1.2. Transmission Planner with a planning area that includes a Facility or Facilities specified in 4.2;

		4.1.3. Transmission Owner who owns a Facility or Facilities specified in 4.2; and

		4.1.4. Generator Owner who owns a Facility or Facilities specified in 4.2.

		4.2. Facilities:

		4.2.1. Facilities that include power transformer(s) with a high side, wye-grounded winding with terminal voltage greater than 200 kV.

		Scaling the Geomagnetic Field

		Scaling the Geoelectric Field

		Geomagnetic Disturbance Planning Events
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